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Foreword 

ISO (the International Organization for Standardization) is a worldwide federation of 
national Standards bodies (ISO member bodies). The work of preparing International 
Standards is normally carried out through ISO technical committees. Esch member 
body interested in a subject for which a technical committee has been established has 
the right to be represented on that committee. International organizations, govern- 
mental and non-governmental, in liaison with ISO, also take part in the work. ISO 
collaborates closely with the International Electrotechnical Commission (IEC) on all 
matters of electrotechnical standardization. 

Draft International Standards adopted by the technical committees are circulated to 
the member bodies for approval before their acceptance as International Standards by 
the ISO Council. They are approved in accordance with ISO procedures requiring at 
least 75 % approval by the member bodies voting. 

International Standard ISO 8571-3 was prepared by Technical Committee ISO/TC 97, 
Information processing s ys tems. 

Users should note that all International Standards undergo revision from time to time 
and that any reference made herein to any other International Standard implies its 
latest edition, unless otherwise stated. 

ISO 857 1 consists of the following Parts, unde r the general ti tle lnforma tion processing 
Systems - Open Systems In terconnection - File Transfer, Access and Management 

- Part 7 : General introduction 

- Part 2 : Virtual Filestore Definition 

- Part 3 : File Service Definition 

- Part 4 : File Protocol Specification 

Annexes A, B, C, D and E form an integral part of this International Standard. 

0 International Organkation for Standardkation, 1988 

Printed in Switzerland 
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Information processing Systems - Open Systems 
Interconnection - File Transfer, Access and 
Management - 

Part 3 : 
File Service Definition 

0 Introduction 
ISO 8571 is one of a set of International Standards 
produced to facilitate the interconnection of Computer 
Systems. lt is related to other International Standards in the 
set as defined by the Reference Model for Open Systems 
Interconnection (ISO 7498). The Reference Model 
subdivides the area of Standardkation for interconnection 
into a series of layers of specification, each of manageable 
size. 
The aim of Open Systems Interconnection is to allow, with a 
minimum of technical agreement outside the 
interconnection Standards, the interconnection of Computer 
Systems 

a) from different manufacturers 

b) under different managements 

c) of different levels of complexity 
d) of different ages. 

ISO 8571 defines a File Service and specifies a File 
Protocol available within the application layer of the 
Reference Model. The Service defined is of the category 
Application Service Element (ASE). lt is concerned with 
identifiable bodies of information which tan be treated as 
files, which may be stored within open Systems or passed 
between application processes. 

ISO 8571 defines a basic file service. lt provides sufficient 
facilities to support file transfer, and establishes a 
framework for file access and file management. ISO 8571 
does not specify the interfaces to a file transfer or access 
facility within the local System. 

lt is recognised that, with respect to Communication Quality 
of Service, (described in 14.1.2.16), work is still in progress 
to provide an integrated treatment of quality of Service 
across all of the layers of the OSI Reference Model and to 
ensure that the individual treatments in each layer Service 
satisfy Overall quality of Service objectives in a consistent 
manner. As a consequence, an addendum may be added 
to this International Standard at a later time which reflects 
further quality of Service developments and integration. 

ISO 8571 consists of the following four park. 
Part 1: General introduction 
Part 2: Virtual Filestore definition 
Part 3: File Service definition 
Part 4: File Protocol specification 

This part of ISO 8571 contains the following annexes which 
form patt of the Standard. 

Annex A - Diagnostic Parameter values 
Annex B - Relation of attributes to primitives 
Annex C - File transfer with commitment control 
Annex D - Reference to FTAM control information 
Annex E - State transition diagrams 

1 Scope and field of application 
This part of ISO 8571 defines in an abstract way the 
externally visible file transfer, access and management 
Service within the OSI Application Layer in terms of: 

a) the primitive actions and events of the Service; 

b) the Parameter data associated with each primitive 
action and event; 
c) the relationship between, and the valid sequences of, 
these actions and events. 

The Service defined in ISO 8571-3 is that which is provided 
by the OSI file transfer, access and management protocol 
ISO 8571-4 in conjunction with the Association Control 
Service Elements ISO 8849 and with the Presentation 
Service ISO 8822. 

ISO 8571-3 does not specify individual implernentations or 
products, nor does it constrain the implementation of 
entities and interfaces within a Computer System. There is, 
therefore, no conformance to this patt of ISO 8571. 

2 References 
ISO 7498, Information Frocessing Systems - Open Systems 
interconnection - Basic Reference Model. 

ISO/TR 8509, Information Processing Systems - Open 
Systems Interconnectjon - Service Conventions. 

ISO 8571, Information Processing Systems - Open Systems 
interconnectjon - Rle transfer, access and management. 

- Part 1: Genera/ introduction. 
- Part 2: Virtual Filestore definition. 
- Part 4: Rle Protocol specification. 

ISO 8649, Information Processing Systems -Open Systems 
lnterconnection - Service definition for the Associa tion 
Con trol Service Element. 

ISO 8822, Information Processing Systems -Open Systems 
in terconnection - Connection-oriented presentation Service 
definition. 
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ISO 8831, Information Processing Systems -Open Systems 
lnterconnectjon - Job Transfer and Manipulation Concepts 
and Services. 

ISO 9804, Information Processing Systems -Open Systems 
Interconnection - Definition of Application Service Elements 
- Commitment, Concurrency and Recovery. ‘) 

3 Definitions 
Terms used in ISO 8571-3 are defined in ISO 85714. 

4 Abbreviations 
Abbreviations used in ISO 8571-3 are defined in ISO 8571. 
1. 

ISO 9805, Information Processing Systems -Open Systems 
lnterconnection - Specifkation of protocois for Application 
Service Elements - Commitment, Concurrency and 
Recovety. I) 

5 Conventions 
ISO 8571-3 uses the descriptive conventions in the OSI 
Sewice Conventions in ISOTTR 8509. 

‘) At present at the @tage of dfaft; puMiabtmon anticipted in due course. 

2 
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Section one: General 

6 Model of the file Service 

6.1 File Service provider and file service users 
ISO 8571-3 uses the abstract model for a Service defined in 
the OSI Service conventions in ISO TR 8509 (see note 1). 
The model defines the interactions between the two file 
Service users and the file Service provider. Information is 
passed between a file Service user and the file Service 
provider by file Service primitives which may carry 
Parameters. 

One of the file Service users is defined as the initiator and 
the other is defined as the responder (see ISO 8571-1). 
The responder is an application-entity handling a virtual 
filestore. The virtual filestore has the proper-Ges defined in 
ISO 8571-2, and may be realized in a real System by a real 
filestore or by an application process. Attributes of the 
virtual fiiestore manipulated by the Service primitives 
defined in ISO 8571-3 are listed in annex B. 
The file Service defines a Single activity between an initiator 
and a responder (see note 2). 
NOTES 

1 ISOKR 8509 defines a model for the Service provided by a 
layer of the OSI Reference Model. The file Service does not 
correspond to such a layer (it is a division within the application 
layer) but the model used is identical in all other respects. 

2 At any one time, an application entity may be involved in more 
than one instance of the file sewice activity and each instance is 
based on a separate application association. 

6.2 File Service levels 
Two levels of file service are defined: 

a) the external file Service (EFS), in which the User 
states its FT-AM quality of Service requirements, but has 
no awareness of error recovery, delegating such 
considerations to the Service provider. Transfer of file 
data is modelled in the external file Service as a series of 
error-free operations. Thus within the external file Service 
there is no visibility of recoverable errors or the error 
recovery actions; 

b) the internal file Service (IFS) used by the error 
recovery protocol machine. This Service includes 
primitives giving its users facilities for error recovery and 
control of the checkpointing mechanisms. The protocol 
specification which relates the external to the internal file 
Service therefore consists of a Standard set of procedures 
for error recovery and the protocol machine which 
executes these procedures is the user of the internal file 
Service. The choice of the error recovery procedures to 
be used is based on the analysis of tost from the FTAM 
and communications quality of Service requested in the 
External Service and local management information. 

external Service --------,---------------------- --w--1-- ----.-------- 

FERPM Error Recovery FERPM 
. . ..*........ . . . . . . . 

Protocol 
. . . . . . . . . . . . . 

Recovery Recovery 
Procedures Procedures 

, 

internal Service 1--1---111---------------------- --1--w--- --,-------- 

Basic 
FPM 

Basic . . . . . . . . . . . . . . . . . . . . 
Protocol 

. . . . . . . . . . . . . Basic 
FPM 

c 

Lower layer provider 

Figure 1 - Service Levels 



ISO 8571-3 : 1988 (EI 

The relationship between the internal and external fiie 
service Services is shown diagrammatically in figure 1. 

6.3 Regimes of the file Service 
Four types of fiie Service regime are defined: 

a) the KAM regime which exists while the application 
association is used for the FTAM protocol. 

b) the file selection regime during which a particular fiie 
is associated with the FTAM regime; 

c) the file open regime during which a particular set of 
processing mode, presentation contexts and concurrency 
controls is in Operation; 

d) the data transfer regime during which a particular bulk 
data transfer specification and direction of transfer are in 
forte. 

There is at most one instance of each type of regime at any 
one time. 

The file Service provides for: 

e) a sequence of file selection regimes in an FTAM 
regime; 

f) a sequence of file open regimes in a file selection 
regime; 

g) a sequence of data transfer regimes within a file open 
regime; the data transfer regimes may each be for either 
read or write data transfer. Write data transfer permits 
the operations insert, replace or extend. 

Termination of a regime implies termination of all regimes 
nested within that regime. The nesting of regimes is shown 
in figure 2. 

7 Services of the file Service 
This clause provides a short description of the Services of 
the fiie Service. The Services and the primitives by which 

they are invoked are defined in sections two and three. For 
each Service, the user of the Service (the application entity 
that invokes the sequence of primitives) is stated. The 
external and internal fiie Service ieveis are defined in 6.2. 

7.1 FTAM regime control 
Three Services are associated with FTAM regime control: 

a) the FTAM regime establishment Service (see 14.1) is 
used by the initiator to create and bind an RAM regime 
to the application association iinking the two file Service 
users; 

b) the FTAM regime termination Service (orderly) (see 
14.2) is used by the initiator to dissolve the FTAM regime 
and unbind it from the appiication association between 
the file Service users and the file Service provider; 

c) the KAM regime termination Service (abrupt) (see 
14.3) is used by either of the Service users or the Service 
provider to dissoive the FTAM regime and its binding to 
the application association unconditionally. 

7.2 Filestore management 
ISO 8571-3 does not define any filestore management 
operations. 
NOTE - Such operations may be included in future addenda to 
ISO 8571-3. 

7.3 File selection regime control 
Four Services are associated with file selection regime 
control : 

a) the file selection Service (See 15.1) is used by the 
initiator to select an existing file and to bind the specified 
fiie to the FTAM regime; 

b) the file deselection Service (see 15.2) is used by the 
initiator to release the binding between the FTAM regime 
and the specified file; 

RAM reaime 

fie selection reaime 

F-READ 
F-WRITE 

F-LOCATE 
F-ERASE 

F-OPEN F-DATA F-CLOSE 
F-DATA-END 

F-TRANSFER 
-END 

F-READ-Al-TRI9 
F-CHANGE-Al-TRI9 

F-DESELECT 
F-DELETE 

estore management 

F-INITIALIZE F-TERMINATE 
F-U-ABORT 
F-P-ABORT 

Figure 2 - File Service regimes and related primitives 
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c) the file creation Service (see 15.3) is used by the 
initiator either 

1) to create a specified file and to select the newly 
created file; or 
2) depending on the override Parameter of F- 
CREATE, to select an existing fiie; 

and then to bind the specified file to the KAM regime; 
d) the fiCe deietion service (see 15.4) is used by the 
initiator to release the binding between the FTAM regime 
and the specified fiie in such a way that the previöusly 
seiected fiie ceases to exist. 

7.4 File management 
Two Services are associated with 

a) the read attributes Service 
initiator to interrogate the fiie 
fiie; 

fiIe management: 
(see 16.1) is used by the 
attributes of the seiected 

b) the Change attributes Service (see 16 .2) is used by 
initiator to modify the file attributes of the selected fiie. 

the 

7.5 File open regime control 
Two Services are associated with fiie open regime controi: 

a) the fiie open Service (see 17.1) is used by the initiator 
to estabiish the processing mode, presentation contexts 
and concurrency controis for data transfer or access; 

b) the fiie ciose Service (see 17.2) is used by the initiator 
to reiease the context established by the file open 
Service. 

7.6 Grouplng control 
Two Services are associated with grouping control: 

a) the beginning of grouping Service (see 18.1) is used 
by the initiator to indicate the Start of a set of primitives 
which are to be processed and responded to as a group; 

b) the end of grouping Service (See 18.2) is used by the 
initiator to indicate the end of a set of grouped primitives 
which are to be processed and responded to as a group. 

7.7 Access to file content 
The transfer of the FADUs of a file is performed by a bulk 
data transfer procedure, which forms a self contained unit. 
The Services which make up this procedural unit are 
described in 7.9 and 7.10. There are two additional 
Services associated with file access: 

a) the locate file access data unit Service (see 20.2) is 
used by the initiator to specify the identity of a file access 
data unit which is to be located by the responder; 
b) the erase file access data unit Service (see 20.3) is 
used by the initiator to remove a file access data unit from 
the file. 

7.8 Bulk data transfer 
Bulk data transfer refers to the transfer, optionally with 
checkpointing, of Single fiie access data units (see 20.1). 
There are six additional Services associated with different 
stages in bulk data transfer: 

a) the read bulk data Service (see 24.1) is used by the 
initiator to initiate a bulk data transfer from the responder 

(in the roie of Sender), to the initiator (in the role of 
receiver); 

b) the write bulk data Service (see 24.2) is used by the 
initiator to initiate a buik data transfer from the initiator (in 
the roie of Sender) to the responder (in the role of 
receiver); 

c) the data unit transfer Service (see 24.3) is used by the 
sender to transmit bulk data; 

d) the end of data transfer Service (see 24.4) is used by 
the sender to indicate completion sf the data transfer; 
e) the end of transfer Service (see 24.5) is used by the 
initiator to tonfirm that the data transfer is compiete; 

f) the cancei data transfer Service (see 24.6) is used by 
either the sender or the receiver to cancei a data transfer 
activity. 

7.9 Recovery 
One Service is associated with recovery. Chis Service is 
visibie only in the internal fiie Service. 

The regime recovery Service (See 19.1) is used by the 
initiator to recreate the open regime after a faiiure within the 
open regime. Errors occurring outside the open regime are 
not recoverabie by this Service. 
NOTE - Concurrency controls remain in forte during a recovery 
attempt, or if so specified by another ASE. Otherwise, concurrency 
controls are released on a permanent error (see 13.2). 

7.10 Checkpointing and restarting 
Two Services are associated with checkpointing and 
restarting. These Services are visible oniy in the internal fiie 
Service: 

a) the checkpointing Service (See 25.1) is used by the 
sender of data to establish marks in the fiow of data for 
the purpose of subsequent recovery or restart; 

b) the restarting data transfer Service (See 25.2) is used 
by the sender or the receiver of data to interrupt a 
transfer in progress and negotiate a Point at which it is to 
be restarted. 

8 Functional units and Service classes 
Functional units and file Service classes are logical 
groupings of reiated Services defined in ISO 8571-3 for the 
purpose of: 

a) negotiation of the file Service user’s requirements 
during FTAM regime estabiishment; 

b) reference by other International Standards. 

NOTE - The constraint set applicabie to the file restricts the 
functionality given in 8.1 and 8.2. 

8.1 Functional units 
The Services associated with each functional unit are 
specified in tabies 1 and 2. 

8.1 .l Kerne1 f unctional unit 
The kerne1 functionai unit supports the basic file Services for 
the estabiishment and release of the FVWl and file 
seiection regimes. 
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8.1.2 Read functional unlt 

The read functional unit supports establishment and release 
of the open regime and the transfer of data from the 
responder to the initiator. 

8.1.3 Write functional unit 

The write functional unit supports establishment and 
release of the open regime and the transfer of data from the 
initiator to the responder. 

8.1.4 File access functional unlt 

The fiie access functionai unit allows an FADU in the fiie 
access structure to be located for file access and allows an 
FADU to be manipulated within the file access structure. 

8.1.5 Limited file management functional unit 
The limited file management functionai unit supports file 
management for the creation and deletion of files and for 
the interrogation of fiie attributes. 

8.1.6 Enhanced flle management functional unlt 

The enhanced file management functionai unit extends the 
capabiiities of the limited file management functionai unit to 
include the modification of file attributes. 

8.1.7 Grouping functlonal unlt 

The grouping functional unit allows several regimes to be 
established in one exchange, by combining severai 
independent primitives into a group for procedurai 
purposes. 

8.1.8 FADU Locking functional unlt 

The FADU locking functionai unit allows the invocation of 
concurrency control locks on a per FADU basis in addition 
to a file basis. 

8.1.9 Recovery functlonal unit 
The recovery functional unit allows the initiator to recreate 
an open regime which has been destroyed by some failure. 
The recovery may be immediate or deferred on the existing, 
or different a, association. 

8.1.10 Restart data transfer functional unlt 
The restart data transfer functional unit aliows a data 
transfer to be interrupted and restarted immediateiy at a 
negotiated Point within the current transfer. 

8.1.11 Service classes and functional unlts 

Table 1 Shows which of the functional units are mandatory 
and which optional in each of the Service classes: transfer, 
access, management, transfer and management, and 
unconstrained. Service ciasses are defined in 8.2. 
The recovery and restart functional units are never explicitiy 
visible in the external file Service. Where they are shown as 
optional in tabie 2 it is in the internai fiie Service that they 
are optional. The externai file Service and the internai fiie 
Service are defined in 6.2. 

8.2 Service classes 
Five file Service ciasses are defined in terms of 
combinations of functionai units: 

a) file transfer class (see 8.2.1); 

b) file access class (see 8.2.2); 
c) file management class (see 8.2.3); 

d) fiie transfer and management class (see 8.2.4); 
e) unconstrained ciass (see 8.2.5). 

8.2.1 File transfer class 

The file transfer ciass consists of; 
a) the kernei functional unit; 

b) the grouping functionai unit; 

c) one or both of the read or write functionai units; 
d) optionaliy, the limited fiie management functionai unit; 

e) optionalfy, but only if the limited file management 
functional unit is present, the enhanced file management 
functionai unit; 

f) optionally, in the 
functionai unit. 

internai file Service, the recovery 

g) optionaliy, in the internal file Service, the restart data 
transfer functionai unit. 

In the file transfer Service ciass, the use of the Services is 
constrained so that there is a sequence of Zero or more 
F-l-AM events on the appiication association. Esch FTAM 
event is a sequence of: 

1) a Single grouped sequence to establish a file open 
regime. This sequence consists of: 

- an F-BEGIN-GROUP primitive; 
- an F-SELECT or F-CREATE primitive; 
- optionaliy, an F-READ-ATTRIB primitive; 
- optionaliy, an F-CHANGE-AI-TRI9 primitive; 
I an F-OPEN primitive; 
- an F-END-GROUP primitive. 

2) a Single bulk data transfer procedure, for either a 
read transfer or a write transfer. The processing mode 
Parameter on the F-OPEN primitive is set to either a 
read or a valid write action, as defined in the constraint 
set, but not both. 

3) a Single grouped sequence to reiease the file open 
and select regimes. This sequence consists of: 

- an F-BEGIN-GROUP primitive; 
- an F-CLOSE primitive; 
- optionally, an F-READ-ATTRIB primitive; 
- optionaliy, an F-CHANGE-AT-TRI9 primitive; 
0 an F-DESELECT or F-DELETE primitive; 
0 an F-END-GROUP primitive. 

The threshold Parameter is set equal to the number of 
primitives between F-BEGIN-GROUP and F-END-GROUP. 
The threshold Parameter is defined in clause 18. 
NOTE - Esch of the primitives shown as optional in these 
sequences may only be present if the corresponding functional unit 
was negotiated during the FTAM regime establishment. 

8.2-2 File access class 

The fiie access class consists of: 

a) the kernei functionai unit; 
b) both of the read and write functional units; 

c) the fiie access functionai unit; 

d) optionally, the grouping functional unit. If the grouping 
functional unit is successfuily negotiated, its valid use in 
any instance by the initiator is optional but its acceptance 
by the responder is always mandatory. 

6 
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Table 1 - Services and functional units of the Extemal Fiie Service 

T Functional 
Unit 

Services Ciause 

14.1 

14.2 

14.3 

15.1 
15.2 
24.1 
24.3 
24.4 
24.5 
24.6 
17.1 
17.2 
24.2 
24.3 
24.4 
24.5 
24.6 
17.1 
17.2 
20.2 
20.3 

15.3 
15.4 
16.1 
16.2 

-- 
18.1 
18.2 

Service classes 
M TM ü T A 

RAM regime 
estabiishment 
FTAM regime 
termination (orderiy) 
FTAM regime 
termination (abrupt) 
File seiection 
File deseiection 
Read buik data 
Data unit transfer 
End of data transfer 
End of transfer 
Cancei data transfer 
File open 
File ciose 
Write buik data 
Data unit transfer 
End of data transfer 
End of transfer 
Cancel data transfer 
File open 
File ciose 
Locate FADU 
Erase FADU 
(requires U2 or U3) 
File creation 
File deietion 
Read atiri butes 
Change attributes 
(requires U5) 
Beginning of grouping 
End of grouping 
FADU Locking 
(requires U2 or U3) and U4 

- 

M Ul Kernei 
M M M 

M 0 
U2 Read 

U3 Write 
0 

ö 

M 

U4 File access 

U5 Limited fiie 
management 

U6 Enhanced 
fiie management 

0 

0 

0 

ö 

0 

0 

M 

0 M M 

0 

M 
0 0 M 

T 0 

U7 Grouping 

U8 FADU iocking 

Table 2 - Services and functional units of the Internal File Service 

Functionai 
Unit 

U9 Recovery 

Ul 0 Restart data 

transfer 

Services 

Regime Recovery 
Checkpointing 
Cancei data transfer 
(for recoverabie errors) 
Restarting data transfer 
Checkpointing 
Cancei data transfer 
(for recoverabie errors) 

Service ciasses Ciause 
A M TM U 

19.1 
0 0 0 25.1 

24.6 

25.2 
0 0 0 25.1 

24.6 

Key to tables 1 and 2 

Service ciass abbreviations Abbreviations within Service ciass 

T = File transfer ciass 
A = File access ciass 

M = Mandatory 

M = File management class 
0 = Optional 
* = At least one of U2 or U3 

TM = File transfer and management class 
U = Unconstrained ciass 

blank = not permitted 
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The externai fiie service is supported by the error recovery 
protocol, which may be null, and indirectiy by the basic 
protocoi specified in ISO 8571-4. The internai fiie Service is 
supported by the basic protocoi. 
Seiection of a named functionai unit in the externai Service 
implies seiection of the same named functionai unit in the 
internai fiie Service. In the internai fiie Service the recovery 
and restart functional units are optional. The primitives of 
the restart and recovery functionai units will not be visibie to 
the external fiie Service User. 

Tabie 3 - Functionai units in the fiie Services 

External file Service 
Kerne1 
Read 
Write 
File access 
Limited fiie management 
Enhanced fiie management 
Grouping 
FADU iocking 

Internal fiie Service 
Kernei 
Read 
Write 
File access 
Limited fiie management 
Enhanced fiie management 
Grouping 
FADU iocking 
Recovery 
Restart data transfer 

10 Negotiation of Service ciass, RAM QoS 
and functional units 
Service ciass and FTAM quaiity of Service are negotiated 
independentiy on the F-INITIALIZE exchange. Esch of 
these negotiations contributes to the final seiection of 
functionai units avaiiabie on the association. 
The kerne1 functionai unit is aiways avaiiabie and is not 
inciuded in the negotiations. 

The avaiiabiiity of the functionai units, read, write, fiie 
access, limited fiie management, enhanced file 
management, grouping and FADU iocking is controiied by 
the Service ciass negotiated (see Tabies 1 and 2). 
The proposai of either, or both, of the restart or recovery 
functionai units is as a resuit of a iocai decision based on 
the underiying Service and the FTAM quaiity of Service 
negotiated between the two fiie Service users. 

10.1 Service Class 
The initiator states in the Service ciass Parameter of the F- 
INITIALIZE request primitive the Service ciasses required. 
The vaiid combinations are defined in tabie 4. Esch of the 
combinations iisted may have inciuded with it the 
unconstrained ciass. 

Tabie 4 - Service Ciass Combinations 

Abbreviation 

T 

M 

A 

TA 

T,M,TM 

A,T,M,TM 

Service Ciass Capabiiity 

Transfer ciass 

Management ciass 

Access ciass 

Transfer ciass, Access ciass 

Transfer ciass, Management ciass, 
Transfer and Management ciass 

Access ciass, Transfer ciass, Management 
ciass or Transfer and Management ciass 

During negotiation the Service provider removes any Service 
classes it is unabie to support and Signals the remaining set 
to the responder on the F-INITIALIZE indication. 

The responder removes from the Service ciass iist all 
classes it is unabie to support. lt then seiects from the 
remaining ciasses the highest Service ciass it is abie to 
support. lt returns this on the Service ciass Parameter of 
the F-INITIALIZE response primitive. Support of both the 
transfer ciass and the management ciass requires support 
of the transfer and management ciass. 

The Order of Service ciasses is defined as, highest to 
iowest; access, transfer and management, transfer, 
management, unconstrained. 

The agreed Service ciass is Signalied to the initiator on the 
F-INITIALIZE tonfirm primitive. This negotiation of Service 
ciasses aiways resuits in a Single Service ciass being 
agreed. Tabie 5 detaiis the outcome of the negotiation. 

The functionai unit constraints of each Service ciass are 
defined in tabies 1 and 2. The functionai unit negotiation is 
defined in 10.3. 

10.2 FTAM Quality of Service 
The initiator states on the F-INITIALIZE request primitive 
the FTAM quaiity of Service indicating the error ciasses the 
appiication is susceptibie to. 

The Service provider adds to the functionai units inciuded in 
the functionai units Parameter neither, one or both of the 
recovery and restart functionai units, according to the fiie 
Service user’s requested FTAM quaiity of Service, iocai 
knowiedge and which of the error recovery and restart 
functionai units it is abie to support. The service provider 
indicates to the responder, on the FTAM quaiity of Service 
Parameter of the F-INITIALIZE indication primitive, the 
vaiue requested by the initiator and possibiy reduced by the 
Service provider. 

The responding fiie protocoi machine uses the initiator’s 
FTAM quaiity of Service, iocai knowiedge and capabiiity to 
determine whether it is abie to support the requested RAM 
quaiity of service. if the responder is abie to provide the 
requested FTAM quaiity of Service it returns the Parameter 
unchanged. The recovery and/or restart functionai units are 
removed from the set of functionai units Parameter if the 
responding fiie protocoi machine is unabie to support them. 

If the responder is unabie to support the requested RAM 
quaiity of Service, it returns on the F-INITIALIZE response 
primitive the vaiue it is abie to support. The Service 
provider may reduce the vaiue of the FTAM quaiity of 
Service if the resuiting functionai units do not provide the 
capabiiity required. The final vaiue of the RAM quaiity of 
Service is Signalied to the fiie Service user on the F- 
INITIALIZE tonfirm primitive. The negotiation of this 
Parameter does not, in itseif, prevent the estabiishment of 
an FTAM regime. if the quaiity of Service is beiow that 
acceptabie to the fiie Service user the regime may be 
terminated by the issue of an F-TERMINATE request 
primitive by the fiie Service User. 

10.3 Functional units 
The initiator states on the F-INITIALIZE request primitive its 
requirement in terms of functionai units. The compiete iist 
proposed comprises all the mandatory functionai units, 
except the kernei, in the Service ciasses proposed in the 
Service ciass Parameter plus additionai optional functionai 

9 
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units. The recovery and restart functionai units are oniy unabie to support and Signals the remaining set to the 
inserted by the Service provider. Service provider on the F-INITIALIZE response primitive. 

The Service provider removes from this set any functionai The Service provider Signals the same set to the initiator on 
units it is unabie to support and Signals the remaining set to the F-INITIALIZE tonfirm primitive. This negotiated set of 
the responder on the F-INITIALIZE indication primitive. The functionai units is then avaiiabie for use in the estabiished 
responder removes from this set any functionai units it is FTAM regime. 

Tabie 5 - Service Ciass Negotiation 

Initiator 
capabi iity 

T 
M 
A 

-LA 
T,M,TM 

A,T,M,TM 

Responder capabiiity 
, 

A TA T,M,TM A,T,M ,TM 

T T T 
M M 

A A A 
A A T A 

T TM TM 
A A TM A 

Key to Tabie 5 

In tabie 5 the Symbols have the meaning defined in tabie 4. Additionaiiy the - Symbol has the foiiowing meaning: 
a) if both initiator and responder capabiiities inciuded the unconstrained Service ciass then that ciass is the resuit of the 
negotiation. 
b) if either or both iack the unconstrained ciass capabiiity then the responder rejects the FTAM regime estabiishment at- 
tempt with a state resuit Parameter indicating faiiure and, optionaiiy, an appropriate diagnostic vaiue. 

10 
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Section two : Definition of file Service primitives 

11 File Service primitives 
Esch of the Services constituting the fiie Service is achieved 
by invoking a sequence of fiie Service primitives. 
Tabie 6 iists for each Service; 

a) the primitives associated with the Service; 

b) the Parameters associated with the primitives; 

c) the fiie Service user that is permitted to issue the 
request primitive; 

in tabie 6, Parameters and primitives which are only visibie 
in the internal Service are enciosed in square brackets. 

The semantics of the primitives and their Parameters are 
defined in ciauses 13 to 20. 
The primitives of the buik data transfer Service are iisted in 
clause 21 and defined in ciauses 23 to 25. 

Primitive 

F-INITIALIZE 

Tabie 6 - File Service primitives 

F-TERMINATE Yes 

F-U-ABORT No 

F-P-ABORT No 

F-SELECT 

12 Sequences of primitives 
This ciause defines the constraints on the permissibie 
sequences for the EFS in which the primitives defined in 
ciauses 44 to 20 tan occur. The individual primitives in a 
Service may occur oniy in the sequences given as part of 
the primitive definitions. The F-RECOVER, F-RESTART 
and F-CHECK Service primitives are not issued in the 
externai fiie Service. 

12.1 Normal sequences 
The normal progress of use of the fiie Service is iiiustrated 
by the state transition diagram shown in figure 3, appiicabie 
separateiy to each appiication entity. Fuii state transition 
diagrams are included in annex E. 

12.2 Constraints on the issue of primitives 
The primitives may be issued in any sequence consistent 
with the constraints given in tabies 7 to IO. The sequences 

Confirmed 

Yes 

Yes 

Request by 

Initiator 

Initiator 

Either 

Provider 

Initiator 

Parameters 

State Resuit 
Action Resuit 
Caiied appiication title 
Caiiing appiication title 
Responding appiication title 
Caiied presentation address 
Caiiing presentation address 
Responding presentation address 
Presentation context management 
Appiication context name 
Service ciass 
Functionai units 
Attribute groups 
Shared ASE information 
FTAM QoS 
Communication QoS 
Contents type iist 
Initiator Identity 
Account 
Fiiestore password 
Diagnostic 
[Checkpoint window] 

Shared ASE information 
Charging 

Action Resuit 
Diagnostic 

Action resuit 
Diagnostic 

State Resuit 
Action Resuit 
Attributes 
Requested Access 
Access passwords 
Concurrency control 
Shared ASE information 
Account 
Diagnostic 

,l 1 
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Tabie 6 (continued) - File Service primitives 

. 

12 

Primitive Confirmed Request by 

F-DESELECT Yes Initiator 

F-CREATE Yes Initiator 

Parameters 

Action Resuit 
Charging 
Shared ASE information 
Diagnostic 

State Resuit 
Action Resuit 
Uverride 
Initial Attributes 
Create password 
Requested Access 
Access passwords 
Concurrency control 
Shared ASE information 
Account 
Diagnostic 

Action Resuit 

F-DELETE Yes Initiator Shared ASE information 
Charging 
Diagnostic 

Action Resuit 

F-READ-ATTRIB Yes Initiator 
Attribute names 
Attributes 
Diagnostic 

F-CHANGE-A-l-l-RIB Yes Initiator 

F-OPEN Yes Initiator 

Action Resuit 
Attributes 
Diagnostic 

State Resuit 
Action resuit 
Processing mode 
Contents type 
Concurrency controi 
Shared ASE information 
Enabie FADU Locking 
Diagnostic 
[ Activity identifier ] 
[ Recovery mode ] 

F-CLOSE 

F-BEGIN-GROUP 

F-END-GROUP 

[ F-RECOVER ] 

I 

Yes 

Yes 

Yes 

Yes 

Initiator 

Initiator 

Initiator 

Initiator 

Action Resuit 
Shared ASE information 
Diagnostic 

Threshoid 

[ State Resuit 
Action resuit 
Activity identifier 
Buik transfer number 
Requested Access 
Access passwords 
Contents type 
Recovery Point 
Diagnostic ] 

Action Resuit 

F-LUCATE Yes Initiator 

F-ERASE Yes Initiator 

FADU identity 
FADU Lack 
Diagnostic 

Action Resuit 
FADU identity 
Diagnostic 
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initiaiize termina te recover open group close gr0u.o 

Data Transfer 

mAM regime establishment Regime establishment - file transfer class 

recover 

3 
File regime establishment - file access class 

read attribute 
Change attribute 

loca te 
erase 

Figure 3 - Simplified State Diagram for successful activity (see Annex E) 
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of primitives are defined under the individual Services. 
Individual primitive sequences may be interleaved to form 
the follow/ng grouped- sequences, which are expressed 
using the notation defined in annex E. 

12.3 Conventions 
The following conventions apply to entries in tables 7 to 10. 

12.3.1 Conventions for tables 7 and 8 
In tables 7 and 8, the entry “yes” implies that the succession 
given tan occur. The column “Start of file regimes” 
indicates entry to tables 9 and 10. The row “end of file 
regimes” indicates exit from tables 9 and IO, and the row 
“within file regimes” indicates any other entry in tables 9 and 
10. 

a) F-BEGIN-GROUP 
(F-SElECTjF-CREATE) 
[F-READ-All-MB] [F-CHANGE-AT-I-RIB] 
F-OPEN 
F-END-GROUP 

b) F-BEGIN-GROUP 
F-CLUSE 

[F-READ-AITRIB] [F-CHANGE-AnRIB] 
(F-DESELECT]F-DELETE) 
F-END-GROUP 

12.3.2 Conventions for tables 9 and 10 

In tables 9 and IO, the entries indicate the functional 
required for the success Iion to occur. The entries are: 

units 

c) F-BEGIN-GROUP 
(F-SELECTF-CREATE) 
[F-READ-AnRIB] [F-CHANGE-ATTRIB] 
(F-DESELECljF-DELETE) 
F-END-GROUP 

Kerne1 
Grouping 
Lmgt 
Emgt 
Recover 
Access 
G-Lmgt 

kerne1 functional un it 
groupi ng functional unit 
limited file management functional unit 
enhanced file management functional unit 
recover functional unit 
file access functional unit 
grouping and limited file management d) F-BEGIN-GROUP 

(F-SELECT]F-CREATE) 
[F-READ-AURIB] [F-CHANGE-ATTRIB] 
F-END-GROUP 

functionäl units 
G-Emgt grouping and enhanced file management 

functional units 
limited file management and recovery Lmgt-Ret e) F-BEGIN-GROUP 

[F-READ-ATTRIB] [F-CHANGE-ATTRIB] 
(F-DESELECIJF-DELETE) 
F-END-GROUP 

functional units 
Ret-Acc recovery and file access functional units 
G-Ret grouping and recovery functional units 
G-Acc grouping and file access functional units 

NOTES 

Not all the above sequences are allowed in the file transfer, file 
management and file transfer and management classes (see 8.2.1, 
8.2.3, 8.2.4). In the file transfer class, only sequences (a) and 
(b),are valid, and the threshold Parameter is set so that the 
sequences either succeed or fail as a whole, i.e. set to the number 
of primitives between the begin group and end group primitives. In 
the file management class only sequence (c) is valid. (see 8.2.3). 
In the file transfer and management class only the sequences (a), 
(b) and (c) are valid. 

2 Other constraints will affect the ability of the file sen/ice User or 

The row “Start file regimes” indicates entry from tables 7 
and 8, and the column “end file regimes” indicates return to 
tables 7 and 8. The row and column “bulk data transfer” 
indicate use of the bulk data transfer Service defined in 
section three. 

In tables 7 to IO, the 
indicated by : 

value of the state result param eter is 

(+W positive response or tonfirm; the primitive 
carries a state result indicating a successful 
transition; 

file Service provider to invoke the various procedures, such as flow 
control constraints on sending data or constraints on the ability of a 
file Service User to 1 accept 
from the file Service provider. 

spontaneous F-P-ABORT indications 

w negative response or tonfirm; the primitive 
carries a state result indicating an unsuccessful 
transition or regime establishment attempt. 

14 
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Table 7 - Sequence of Service primitives for FTAM regime establishment - inltiator 

May next issue 
Previous file Service event F-INITIALIZE F-TERMINATE F-U-ABORT Start File 

request request request Selection Regimes 

Idle Yes 

F-INITIALIZE request 

F-INITIALIZE tonfirm (+ve) 

F-INITIALIZE tonfirm (-ve) 

F-TERMINATE request 

F-TERMINATE tonfirm 

Yes 

Yes 

Yes 

Yes 

Yes 

Yes 

F-U-ABORT request Yes 

F-U-ABORT indication 

F-P-ABORT indicati on 

Yes 

Yes 

Within file selection regimes 

End file selection regimes Yes Yes Yes 

Table 8 - Sequence of Service prlmltives for FTAM reglme establishment - responder 
I 

Previous file Service event F-INITIALIZE 
response 

May next issue 
F-TERMINATE F-U-ABORT 

response request 
Start File 

Selection Regimes 

Idle 

, 

F-INITIALIZE indication Yes Yes 

F-INITIALIZE response (+ve) Yes Yes 

F-INITIALIZE response (-ve) 

F-TERMINATE indication 

F-TERMINATE response 

F-U-ABORT request 

F-U-ABORT indication 

F-P-ABORT indication 

Within file selection regimes 

End file selection regimes 

Yes Yes 

Yes 

Yes Yes 

15 
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Table 9 - Sequence of Service primitives for flle Service regimes - initiator 

Previous file Service event 

1 Start file selection regimes 

May next issue 
F-SELECT F-DESELECT F-CREATE F-DELETE F-READ F-CHANGE 

request request request request -A?TRIB -AITRIB 
request request 

Kerne1 1 I Lmgt 1 

F-SELECT request Grouping 

F-SELECT tonfirm (+ve) Kerne1 

G-Lmgt G-Lmgt G-Emgt 

Lmgt Lmgt Emgt 

F-SELECT tonfirm (-ve) 

F-DESELECT request 

Kerne1 ’ Lmgt 

rm-- F-DESELECT tonfirm Kerne1 Lmgt 

F-CREATE request 

F-CREATE tonfirm (+ve) 

Grouping 

Lmgt 

G-Lmgt G-Lmgt G-Emgt 

Lmgt Lmgt Emgt 

r- F-CREATE tonfirm (-ve) Lmgt Lmgt 

F-DELETE request 

F-DELETE tonfirm Lmgt Lmgt 7 

/ F-READ-ATTRIB request G-Lmgt / G-Lmgt / G-Emgt 

F-READ-ATTRIB tonfirm Lmgt Lmgt Lmgt Emgt 

r-- F-CHANGE-AITRIB request G-Emgt / G-Emgt / 

F-CHANGE-ATTRIB tonfirm / 

F-OPEN request 

Emgt Emgt Emgt Emgt 

F-OPEN tonfirm (+ve) 

F-OPEN tonfirm (-ve) 

F-CLOSE request 

Kerne1 

Grouping 

Lmgt Lmgt Emgt 

G-Lmgt G-Lmgt G-Emgt 

F-CLOSE tonfirm 

F-BEGIN-GROUP request Grouping 

Kerne1 

Grouping 

Lmgt Lmgt Emgt 

G-Lmgt G-Lmgt G-Lmgt G-Emgt 

F-BEGIN-GROUP tonfirm 

F-END-GROUP request 

F-END-GROUP tonfirm 

F-RECOVER request 

Grouping Grouping G-Lmgt G-Lmgt G-Lmgt G-Emgt 

F-RECOVER tonfirm (+ve) 

F-RECUVER tonfirm (-ve) 

Bulk data transfer 

Recover Lmgt 

F-LUCATE request 

F-LOCATE tonfirm 

F-ERASE request 

F-ERASE tonfirm 
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Grouping / 

G-Lmgt / ----T- / 

May next issue May next issue 
F-OPEN F-OPEN F-CLOSE F-CLOSE F-BEGIN F-BEGIN F-END F-END F-RECOVER F-RECOVER Bulk Data Bulk Data F-LOCATE F-LOCATE F-ERASE F-ERASE End file End file 
request request request request -GROUP -GROUP -GROUP -GROUP request request Transfer Transfer request request request request selection selection 

request request request request regimes regimes 
I / 

Grouping Grouping Recover Recover Kerne1 Kerne1 

Grouping Grouping 

Kerne1 Kerne1 
I 1 1 l 

Grouping 

Grouping Grouping Recover Recover Kerne1 Kerne1 

’ Grouping ’ Grouping 
1 

/ Grouping / Grouping Recover Recover Kerne1 Kerne1 

G-Lmgt / G-Lmgt / 
1 

Lmgt Lmgt G-Lmgt 

1 G-Lmgt / G-Lmgt 1 Lmgt-Ret Lmgt-Ret I 1 Lmgt Lmgt 

G-Lmgt G-Lmgt 

/ G-Lmgt / G-Lmgt 1 Lmgt-Ret 1 Lmgt-Ret / Lmgt Lmgt 

G-Lmgt G-Lmgt G-Lmgt G-Lmgt 

Lmgt 1 / G-Lmgt 1 

G-Emgt G-Emgt 1 / G-Emgt / G-Emgt 

Emgt 1 1 G-Emgt 1 

/ Grouping / Grouping 

Kerne1 Kerne1 / Grouping / Grouping Kerne1 Kerne1 Access Access Access Access 

Kerne1 Kerne1 Grouping Grouping 

Kerne1 Kerne1 Grouping Grouping 

Grouping Grouping 

Lmgt / G-Lmgt / ~~ 1 ~~ ----T- I 

Emgt / G-Emgt 1 
~~ ~ 1~~~~~~~,~ , 

Grouping Grouping Grouping Grouping Grouping Grouping G-Ret G-Ret Grouping Grouping Access Access Access Access Grouping Grouping 

Recover Recover G-Ret G-Ret I I Recover I Ret-Acc I Ret-Acc Recover Ret-Acc Ret-Acc 

G-Ret G-Ret Recover Recover Recover Recover 

I I 
Kerne1 Kerne1 Grouping Grouping Kerne1 Kerne1 1 Access 1 Access Access Access 

Access Access G-Acc G-Acc Access Access Access Access Access Access 

Access Access G-Acc G-Acc Access Access Access Access Access Access 
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Table IO - Sequence of Service primltives for flle Service regimes - responder 
. 

May next issue 

Previous file Service event F-SELECT F-DESELECT F-CREATE F-DELETE F-READ F-CHANGE 
response response response response -A-lTRIB -A-l-l-R IB 

response response 

Start file selection regimes 

F-SELECT indication Kerne1 

F-SELECT response (+ve) Grouping G-Lmgt G-Lmgt G-Emgt 

F-SELECT response (-ve) 

F-DESELECT indication Kerne1 
c 

F-DESELECT response 

F-CREATE indication 

F-CREATE response (+ve) 

F-CREATE response (-ve) 

Lmgt 

G-Lmgt G-Lmgt G-Lmgt G-Emgt 

F-DELETE indication 
I 

Lmgt 

F-DELETE response 

F-READ-ATTRIB indication Lmgt 

F-READ-AITRIB response G-Lmgt / G-LW / 1 G-Emgt / 

F-CHANGE-AITRIB indication 

F-CHANGE-AITRIB response 

F-OPEN indication 

Emgt 

G-Emgt G-Emgt 

r- ~~~ F-OPEN response (+ve) 

F-OPEN response (-ve) 

F-CLOSE indication 

I F-CLOSE response Grouping / G-Lmgt / G-Lmgt 1 G-Emgt 1 

F-BEGIN-GROUP indication 

F-BEGIN-GROUP response Grouping / Grouping 1 G-Lmgt / G-Lmgt ( G-Lmgt / G-Emgt 1 

F-END-GROUP indication 

F-END-GROUP ret -se 

/ F-RECOVER indication 

F-RECOVER response (+ve) 

r-- F-RECOVER response (-ve) 

Bulk data transfer 

F-LOCATE indication 

F-LOCATE response 

F-ERASE indication 

F-ERASE response 
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May next issue 
F-OPEN F-CLOSE F-BEGIN F-END F-RECOVER Bulk Data F-LOCATE F-ERASE End file 
response response -GROUP -GROUP response Transfer response response selection 

response response regimes 

Kerne1 

/G / roubna l / I I l I l I 
! 

I U 

1 

Grouping Kerne1 1 

/- ~~ Grouping 1 ~~ j-Kernel/ 

G-Lmgt / 

/ G-Lmgt 1 Lmgt 

/ G-Lmgt / Lmgt 

G-Lmgt G-Lmgt / 

G-Emgt 1 / G-Emgt 1 

Kerne1 

Grouping 

/ Grouping / 

Kerne1 

1 Grouping 1 

Grouping 

/ Grouping 1 

Recover 
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12.4 Conf irmed Services 13.4 Charging 
For all confirmed Services the sequence of events in a 
successful exchange is shown in figure 4, where F-XXX 
indicates the name of the Service element. 

A request to establish a new regime (F-INITIALIZE, F- 
SELECT, F-CREATE or F-OPEN) may be rejected by use 
of a response with state result Parameter indicating failure 
(see 13.1). 

13 Common file Service Parameters 
File Service Parameters which apply to several primitives 
are defined in this clause and referenced by the primitive 
definitions. Parameters which apply to only one primitive 
are defined in association with the primitive concerned. 
Annex B relates the primitives to any attributes they modify. 

The charging Parameter conveys information on the costs 
attributed to the account during the regime which is being 
released. The value of the Parameter is a list of triples; the 
elements of each triple are: a GraphicString resource 
identifier, a GraphicString charging unit and an integer 
Charge value. The charging Parameter is present at the end 
of a regime, only if the account Parameter was present at 
the beginning of that regime. lt is not mandatory to return a 
Charge if that Charge is Zero. The resource identifier and 
charging unit values are implementation dependent. The 
return of a Charge may be associated with the restoration of 
the current account activity attribute to its previous value. 

13.5 Attributes 

13.1 State result 
The state result Parameter conveys information relating to 
the Service state machine. This Parameter is returned on 
the response and tonfirm primitives of Services which tan 
have failed to Change regimes as required by the request 
and indication primitives. The state result Parameter is not 
present on primitives which do not Cause a state Change, 
neither is it present on primitives which forte state changes 
but cannot fail. (for example F-DESELECT). The values of 
the state result are “success” or “failure”. This Parameter is 
not used to set any activity attribute. 

13.2 Action resuit 
The action result Parameter conveys information which 
summarises that available in the diagnostic Parameter (See 
13.13). The value is never less severe than the most 
severe diagnostic value. In the IFS the valid values of the 
action result Parameter are “success”, “transient error” or 
“permanent error”. In the external Service the only valid 
values are success or permanent error. The term 
“unsuccessful” is used in ISO 8571-3 to indicate either 
transient or permanent error. When a response or tonfirm 
primitive includes a state result indicating failure the action 
result is set to “transient error” or “permanent error”. A 
“successful” action result may be accompanied by a 
diagnostic of an informative error type. This Parameter is 
not used to set any activity attribute. 

The attributes Parameter conveys a list of file attribute 
names and file attribute values associated with the file. F- 
INITIALIZE negotiates the attribute groups which are 
available for the duration of the FTAM regime. Subsequent 
primitives only use those attributes which were negotiated. 

On primitives other than F-SELECT issued by the initiator, 
the Parameter conveys new values to be assigned to the file 
attributes. On primitives issued by the responder, the 
Parameter reports the current values of the file attributes, or 
indicates that there is no value available. 
The filename attribute value on F-SELECT identifies the file 
to be selected, or on F-CREATE the name of the file to be 
created and selected. In the request and indication 
primitives it indicates the file required, and in the response 
and tonfirm primitives it indicates the file actually selected. 

NOTE - If, for example, the filename requested gave a generic 
name or a generation name, the name selected might differ from 
that requested. 

The file attributes, the range of values they may take and 
the actions to be taken are defined in the virtual filestore 
definition (ISO 8571-2). Annex B specifies which file 
attributes may be manipulated by each primitive. This 
Parameter is not used to set any activity attribute. 

13.6 Requested access 

13.3 Account 
The account Parameter identifies the account to which costs 
incurred in the regime which is being established are to be 
charged. The range of values the Parameter may take is 
equal to that defined for the current account activity 
attribute. This Parameter is used to set the current account 
activity attribute, for the duration of the regime being 
entered. If the Parameter is not present, no value is 
assigned to the activity attribute, which is then either unset 
or retains some previous value based on local 
considerations. The current account activity attribute 
reverts to its previous value at the end of a regime. 

The requested access Parameter indicates the basis on 
which the file is being selected or recovered. The value 
gives, as a vector, the actions to be performed during the 
selection. The elements of the vector correspond to the 
read, insert, replace, extend, erase, read attribute, Change 
attribute and delete file actions, and each element indicates 
whether the action is required or not. 
The value of the Parameter on request and indication 
primitives indicates the initiator’s requirements. 
NOTE - When a file is selected by use of F-SELECT, F-CREATE 
or F-RECOVER the requested access Parameter is used to state 
the maximum facilities the current user will require during the whole 
select regime. These access requirements may be password 
protected by the access control file attribute which is matched to 
the access passwords Parameter (see 13.7). 

Primitives issued by initiator Primitives issued by responder 

F-XXX request 

F-XXX conf irm 
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The requested access is further qualified by the 
concurrency control Parameter which specifies how multiple 
users are to be restricted when requiring access to the 
same file. The requested access Parameter includes only 
those actions to be performed by the User, any action not 
included is not available later in the select regime. 

The relationship between attributes and actions is detailed 
in ISO 8571-2. This Parameter is used to set the current 
access request activity attribute. 

13.7 Access Passwords 
The access passwords Parameter provides passwords 
associated with the actions specified in the requested 
access Parameter. This Parameter is only available if the 
security attribute group has been negotiated. The range of 
values the Parameter takes is equal to that defined for the 
current access passwords activity attribute. This Parameter 
is used to set the current access passwords activity 
attribute. 

13.8 Concurrency Control 
The concurrency control Parameter indicates the relation of 
the file select, or file open, regime to other activities on the 
same file. The value is a vector whose elements indicate, 
for each of the actions specified in the requested access 
Parameter elements (see 13.6), which access locks are 
required. The locks define the access available to the User 
and the access available to any other User. The 
concurrency control Parameter qualifies the requested 
access for the regime being entered. The shared and 
exclusive locks are only permitted for the actions negotiated 
as available by the requested access Parameter. For those 
actions not available the only locks permitted are no access 
and not required. 
The locks available are as follows: 

a) not 
may; 

required - I will not perform the Operation - others 

b) shared - I may perform the Operation - so may others; 

c) exclusive - 
not; 

I may perform the Operation - othe rs may 

d) no access - no one may perform the Operation. 

They are available on the following actions: read, insert, 
replace, extend, erase, read attribute, Change attribute and 
delete file. 

If FADU locking has not been invoked by the Enable FADU 
Lack Parameter, the locks have a scope of the open regime 
(see 17.1.2.7). 

If FADU locking is negotiated, the locks have the scope of 
the data transfer regime and values of “not required” are 
assumed elsewhere in the open regime, except where 
specifically overridden by explicit FADU locks. 

This Parameter is used 
control activity attribute. 

13.9 FADU Lack 

to set the current concurrency 

This Parameter may be used to set individual FADU locks 
on or off, and if it is absent the state of the locks is 
unchanged. Switching the locks changes the value agreed 
at select andlor open from “not required” to “no access” and 
from “shared” to “exclusive” until the leck is explicitly 
switched off, or the FADU is erased, or the file is closed. 
Switching off the leck returns the FADU to its previous state 
for both reading and writing. 

If for a BDT Operation the leck is being set on, then the 
action of FADU locking is performed before the transfer. If 
the FADU leck is being set off then the transfer is preformed 
before the FADU leck is released. 
The FADU leck Parameter is available if; 

a) the FADU locking functional unit is negotiated; and 

b) the Enable FADU lockig Parameter on the F-OPEN 
request was set on 

This Parameter is not used to set any activity attribute. 

13.10 Shared ASE information 
The shared ASE Information Parameter allows information 
of other ASEs to be associated with FTAM primitives. The 
information to be conveyed and the symbiotic relationship 
established between FTAM and other ASEs is defined by 
the application context. Une example of such a combination 
is given in Annex C, which defines the combination of 
FTAM and CCR for the purpose of file transfer. Other such 
combinations may be established by other Standards or by 
the registration of application contexts. This Parameter is 
not used to set any activity attribute. 

13.11 Activity Identifier 
The activity identifier Parameter is only visible in the internal 
file Service, and then only if the recovery functional unit has 
been negotiated on F-INITIALIZE (see 14.1.2.12). lt gives 
an unambiguous identifier for the file activity to be 
performed within the open regime. A different activity 
identifier value is allocated to each activity involving a 
particular pair of initiating and responding entities. This 
identifier is used in re-establishing the data transfer regime 
after errors. 

An activity identifier may be reused following receipt of an 
F-CLOSE tonfirm of an open regime having the same 
activity identifier. The responder loses all knowledge of an 
activity identifier on issue of the F-CLOSE response. An F- 
U-ABORT or F-P-ABORT between these events followed 
by an F-RECUVER will result in a characteristic error being 
generated. The value of the activity identifier is an integer. 
This Parameter is not used to set any activity attribute. 

13.12 File Access Data Unit Identlty 
The file access data unit identity specifies the target FADU 
to which a series of one or more specific file Service 
operations is related. The Parameter may take one of the 
values specified in ISO 8571-2. In addition in access 
context FL, the file access data unit identity is qualified by 
an integer level number of the requested DUs, relative to 
the root of the addressed FADU. This Parameter is used to 
set the current location activity attribute. 
NOTE - Further constraints may be imposed by the constraint set, 
the permitted actions file attribute (see ISO 8571-2) and the access 
contexts to be used if reading the file. 

The FADU addressed by the file access data unit identity 
depends on the Operation to be performed. 

a) LOCATE: The FADU identity address the FADU to be 
located. 

b) READ: The FADU identity addresses the FADU(s) to 
be read. If read in an access context returning structuring 
information (HA, HN, FA, FL and FS), the node descriptor 
returned contains the node name, which need not 
necessarily be identical to the FADU identity. 
c) INSERT, REPLACE and EXTEND: The location of 
each node to be inserted, replaced or extended is 
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determined in a way specified for that action in the 
constraint set in use (See ISO 857%2), based on either: 

1) the FADU identity, if no structuring information is 
transmitted (i.e. only the data unit contents are 
transferred); 

2) the FADU identity and the node name in the first 
node descriptor of each FADU if structuring information 
is transm itted. 

If performed in an access context requiring structuring 
information (HA, FA and FS) the node name in the first 
node descriptor of an FADU transmitted in the transferred 
data is identical to the node name stored in the virtual 
filestore, otherwise the Operation will fail. 

d) ERASE: The FADU identity addresses the FADU to 
be erased. 

13.13 Diagnostk 
The diagnostic Parameter conveys detailed information on 
the failure of a requested action. The diagnostic Parameter 
amplifies the information given in the action result 
Parameter (See 13.2). Three diagnostic types are defined 
to distinguish between the Provision of information to qualify 
a successful action, supplemental detail to a transient error 
(in the IFS only) and supplemental detail to a permanent 
error. The possible values for the diagnostic Parameter are 
defined in annex A. This Parameter is not used to set any 
activity attri bute. 
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14 F’rAM regime control 
ihe Services described in this clause control the FTAM 
regime characterizing the file Service association. There 
are groups of primitives concerned with regime 
establishment, orderly regime termination and abrupt 

NOTE - Application Entity Titles are used by the file Service users 
to provide one another with naming information which is stable on 
a longer timescale than any particular FTAM regime. They are 
used, for example, in error recovery and access control. 

14.1.2.6 Called Presentation Address 
regime termination. 

In the following tables the following definitions apply: 

Mandatory The Parameter is present on all occurrences 
of the primitives. 

Optional If the Option is present on the request it is also 

The called presentation address is the address used by the 
calling Service User to identify the PSAP to which the 
association is to be established. The value is a PSAP- 
address. This Parameter is not used to set any activity 
attribute 

present on the indication. lf the’ Parameter is 
present on the response it is also present on 14.1.2.7 Calling Presentation Address 

the tonfirm. The calling presentation address is the address from which 

Dependent If the response and tonfirm are dependent the association is established. The value is a PSAP- 

they are both present if, and only if, the address. This Parameter is not used to set any activity 

parameter is present on the request and attribute. 

Conditional 

indication. 

Indicates that the availability of the Parameter 
is conditional on a successful fulfillment or 
negotiation of another Parameter or functional 
unit in a previous primitive. If the condition is 
fulfilled then the presence of the Parameter is 
mandatory. 

14.1.2.8 Respondinn Presentation Address 

The responding presentation address is the address 
is used in re-establishing the association after failure 
value is a PSAP-address. This Parameter is not used 
any activity attribute. 
NOTES 

which 
The 

io Set 

14.1 FTAM regime establishment Service 

14.1.1 Function 

The establishment of an FTAM regime is the first Phase in 
any instance of file activity. The F-INITIALIZE request 
primitive is issued by the file transfer- initiator. 

1 The responding address is not necessarily textually identical to 
the called address. lt may differ, for example, if generic addressing 
or redirection are in use. 

2 Presentation Addresses are used by the Service users to 
specify the addressing requirements of th& particular FTAM regime 
being initialited. The relation between a presentation Address and 
an Application Entity Title is determined by the specification of the 
Application Entity as a whole. 

The F-INITIALIZE primitives are used only to create an 
FTAM regime and may not be issued within an existing 14.129 Presentation Context Management 
regime. 

14.1.2 Types of primitives and Parameters 

Table 11 indicates the types of primitives and Parameters 
needed for FTAM regime establishment. 

The requested presentation context management 
Parameter indicates whether or not the Context 
management functional unit in the Presentation Service is to 
be used during the FTAM open and recovery procedures. 
The value is a boolean. The responder may refuse an 
initiator proposal to use presentation context management, 
even if the facility is available on the underlying 
presentation connection, and still establish an KAM 
regime. The responder may not indicate use of 
presentation context management if the initiator has not 
done so. This Parameter is not used to set any activity 
attribute. 

14.1.2.1 State result 
The state result, defined in 13.1, indicates whether the 
FTAM regime has been established. 

14.1.2.2 Action result 
The Action result Parameter is defined in 13.2. 

14.1,2.10 Application Context Name 
14.1.2.3 Called Application Title 

The called application title is the title used to identify the 
filestore . The value is an application entity title. This 
Parameter is not used to set any activity attribute. 

14.1.2.4 Caliing Application Title 

The calling application title is the title of the initiating PTAM 
entity. The value is an application entity title. This 
Parameter is used to set the current calling application 
entity title activity attri bute. 

14.1.2.5 Responding Application Title 

The responding application title is that title returned by the 
responder and that which will be used for re-establishing 
the association after failure. The value is an application 
entity title. This Parameter is used to set the current 
responding application entity title activity attribute at the 
initiator. 

The application context name Parameter carries a name 
used to represent the proper-Ges of the association as a 
whole. The initiator proposes a name which may be 
accepted, and returned by the responder, or the responder 
may return a different name. In either case the name 
returned by the responder is the application context name 
applicable to the established association. 
NOTE - This Parameter is in general specific to an application. 
However ISO 8571-4 defines a name for use when the primary 
intent is to transfer files as an activity in its own right. 

14.1.2.11 Service Class 

The Service class Parameter on the request and indication 
takes one of the values defined in 10.1. This represents the 
capability of the initiator. (see 8.2 and 10.1). The Service 
class set proposed by the initiator is reduced, by the 
responder, to a Single class (see 10.1) which is returned on 
the response and tonfirm primitives. If no Service class is 
acceptable to the responder the FTAM regime 
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Table 11 - F-INiTIALIZE Parameters 

Parameter 

State result 
Action result 
Called Application Title 

Calling Application Title 

Responding Application Title 

Called Presentation Address 

Calling Presentation Address 

Responding Presentation 
Address 
Presentation Context 

F-INITIALIZE 
request 

Mandatory 

Mandatory 

Mandatory 

Mandatory 

Mandatory 

F-INITIALIZE 
indication 

Mandatory 
( > 

Mandatory 
c > = 

Mandatory 
( 1 

Mandatory 
( > = 

Mandatory 

F-INITIALIZE 
response 

Mandatory 
Mandatory 

Mandatory 

Mandatory 

Mandatory 

F-INITIALIZE 
conf irm 

Mandatory 
Mandatory 

Mandatory 
( > = 

Mandatory 
( > 

Maniatory 
Management 
Application Context Name Optional Optional Optional 

( 1 
OptLnal 

Service Class Mandatoty 

Functional Units Mandatory 

( > = 
Mandatory 

Mandatory 

Mandatory 

Mandatory 

( > 
Mandatory 

( > 
Mandatory 

Attribute Groups 

Shared ASE Information 

FTAM Quality of Service 

Communications 
Quality of Service 
Contents Type List 

Mandatory 

Optional 

Mandatory 

Mandatory 

Conditional 

( ) 
Mandatory 

Optional 
( > = 

Mandatory 

Mandatory 

Conditional 

Mandatory 

Optional 

Mandatory 

Mandatory 

Dependent 

( > 
Mandatory 

( 1 
OptLnal 

( > 
Mandatory 

Mandatory 
( 1 

Depe:dent 
( 1 = 

Initiator Identity 

Account 

Filestore Password I 

Optional 

Optional 

Optional 

Optional 
( > 

OptEnal 
( > 

Optinal 
( ) = 

\ I 

4 
. . 

Diagnostic Optional Optional 
Additional Parameters in the intemal File Service 

Checkpoint Window Conditional Conditional Conditional Conditional 
( ) = ( ) = 

(=) signifies that the value is not modified by the file Service provider. 

establishment fails. This Parameter is not used to set any class permits, it may also contain the “recovery” and 
activity attributes. “restart” functional units. The recovery and restart 

functional units are only visible in the IFS and are thus 
14.1.2.12 Functional Units 

The requested functional units Parameter negotiates the set 
of file Service functional units, excluding the kernel, to be 
available from the negotiated Service class on the 
application association (see 8.1 and 10.3). On the request 
and indication primitives the Parameter carries the full 
functional unit capability of the initiator. On the response 
and tonfirm primitives it carries all the functional units to be 
available on the association. When the required Service 
class permits, the set may contain the optional functional 
units “read”, “write”, “file access”, “limited file management”, 
“enhanced file management”, “grouping” and “FADU 
locking”. For use by the internal file Service, if the Service 

never explicitly requested in the external file Service, they 
are indirectly requested via the FTAM quality of Service 
Parameter (see 10.2). This Parameter is not used to set 
any activity attributes. 

14.1.2.13 Attribute Groups 

The requested attribute group Parameter negotiates the set 
of optional file attribute groups to be available on the 
application association. Specification of the attribute groups 
is defined in ISO 8571-2. The set may be empty or it may 
contain some combination of the attribute groups “storage”, 
“security” or “private” (see ISO 8571-2). The responder 
may reduce the attribute groups proposed by the initiator, 
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within the limits of ISO 8571-2. The kerne1 attribute group is 
not proposed or negotiated, hence negotiation of the 
attribute groups will not prevent the establishment of an 
FTAM regime. This Parameter is not used to set any 
activity attributes. 

14.1.2.14 Shared ASE information 

The shared ASE information Parameter is defined in 13.10. 

14.1.2.15 FTAM Quality of Service 

The FTAM quality of Service Parameter is used to convey 
information relating to the error susceptibility of the external 
file Service User. The detailed negotiation rules are 
specif ied in clause IO. The values of this Parameter 
indicate the application is susceptible to errors of one of the 
following types: 

ptible to a) not susce 
provided. 

errors. No error to be recovery 

b) errors which darnage the data transfer regime. 
c) errors 
regimes. 

which darnage the open or data transf er 

d) errors which darnage the select, open or 
regimes, or errors which lose the association 

data transfer 

This Parameter is not used to set any activity attributes. 

14.1.2.16 Communication Quality of Service 

The requested communication quality of Service Parameter 
conveys the quality of Service to be negotiated on the 
association. On the request primitive it indicates the quality 
of Service requested by the initiator. On the indication 
primitive it indicates the quality of Service requested, 
reduced as necessary to Signal that achievable, by the 
Service provider. On the response and tonfirm primitives it 
indicates the quality of Service achieved. The values taken 
by the Communication Quality of Service Parameter are as 
defined in ISO 8649. This Parameter is not used to set any 
activity attributes. 
NOTES 

1 This Parameter is referenced, via the ASE association control 
sewice definition (ISO 8649), to the Presentation Service Definition 
(ISO 8822)) then to the Session Sewice Definition (ISO 8326). 

2 As an International Standard ISO 8571 has no intrinsic basis on 
which to select or manipulate values of any aspect of 
communications quality of Service (CQoS). 

14.1.2.17 Contents Type List 

The requested contents type list Parameter carries a list of 
document types and/or abstract syntaxes. This Parameter 
is mandatory (in the transfer class, the transfer and 
management class and the access class), if the 
presentation context management functional unit is not 
being negotiated. This Parameter allows the establishment 
of the necessary presentation contexts at the time of 
establishing the FTAM regime. The initiator proposes a list 
of elements which are each either document type names or 
abstract Syntax names from which a unique list of the 
required abstract syntaxes is constructed. The latter is 
used to construct the presentation context definition list 
Parameter in the ACSE A-ASSOCIATE Service primitive. 
The Service provider reduces the value of the contents type 
list to remove any contents types which require abstract 
syntaxes rejected by the presentation Service provider. The 
responder further reduces the list to remove any contents 
types it will not support, and any consequential reduction in 
the required abstract Syntax list is made. The Contents 

Type List response returns the list of those agreed 
document type names and abstract Syntax names for which 
there is a supported abstract Syntax and so is used to build 
the presentation context definition result list by the Service 
provider. This Parameter is not used to set any activity 
attribute. 

14.1.2.18 Initiator Identity 

The initiator identity Parameter identifies the calling User. 
The value of the optional initiator identity Parameter is a 
GraphicString. The range of values the Parameter may 
take is equal to that defined for the current initiator identity 
activity attribute. If the Parameter is not present, the current 
initiator identity activity attribute remains unset. If this 
Parameter value, or its omission, is unacceptable to the 
responder, the responder generates a state result indicating 
failure to establish the FTAM regime and/or an action result 
indicating permanent error with an optional diagnostic 
detailing the reason. This Parameter is used to set the 
current initiator identity activity attribute. 

14.1.2.19 Account 

The account Parameter is defined in 13.3. The account 
given is charged for all costs incurred by the FTAM regime, 
on the application association; this excludes nested costs 
associated with file selection regimes where an explicit 
overriding account Parameter is given when the regime is 
established. The value of this optional Parameter is a 
GraphicString. If this Parameter value, or its omission, is 
unacceptable to the responder, the responder generates a 
state result indicating failure to establish the FTAM regime 
and/or an action result indicating permanent error with an 
optional diagnostic detailing the reason. This Parameter is 
used to set the current account activity attribute. 

14.1.2.20 Filestore Password 

The filestore password Parameter conveys a password 
which is used to authenticate the initiator to the responder. 
This Parameter is a GraphicString or an OCTET STRING 
used by the responder to authenticate the initiator identity 
Parameter. lf this Parameter value, or its omission, is 
unacceptable to the responder, the responder generates a 
state result indicating failure to establish the KAM regime 
and/or an action result indicating permanent error with an 
optional diagnostic detailing the reason. This Parameter is 
not used to set any activity attributes. 

14.1.2.21 Diagnostic 
The diagnostic Parameter is defined in 13.13. 

14.1.2.22 Checkpoint Window 

The requested Checkpoint window Parameter indicates, for 
each direction of transmission, the maximum number of 
Checkpoints which may remain unacknowledged. This 
Parameter is conditional upon the recovery or restart 
functional units having been selected in the IFS, in which 
case it is mandatory. Checkpoints are only inserted by the 
Sender. Values of this Parameter never Cause diagnostics 
on F-INITIALIZE, but may be the reason for subsequent 
termination. The continued progress of the Service is only 
guaranteed if the entity acting as receiver gives 
acknowledgements within this limit. The window size is 
stated independently by each entity as the maximum value 
for when that entity is the sending entity. There is no 
negotiation. 



Table 12 - F-TERMINATE Parameters 

Parameter 

Shared ASE Information 

Charaina 

F-TERMINATE 
request 

Optional 

F-TERMINATE F-TERMINATE F-TERMINATE 
indication response conf irm 

Optional Optional Optional 
I ( > = ( > 

Conditional Condtional 

(=) signifies that the value is not modified by the file Service provider 

The stated value from each entity, as the sending entity, is 
maintained by the corresponding entity for use when it is 
the receiving entity. The values for each direction of data 
transfer are not necessarily the Same. The Parameter is an 
integer. The Parameter is not used to set any activity 
attributes. 

14.2 FrAM regime termination Service (orderly) 

14.2.1 Function 

An FTAM regime may be terminated by an exchange of F- 
TERMINATE primitives. This primitive will only be issued 
when there are no actions in progress. The F-TERMINATE 
request primitive tan be issued by the file transfer initiator 
(the issuer of the F-INITIALIZE request) at any time after 
the receipt of an F-INITIALIZE tonfirm primitive, providing 
no file is selected. The issue of an F-TERMINATE request 
does not imply the success of any previous activity. 
Indications of success or failure are given on the completion 
of each activity. 

14.2.2 Types of primitives and Parameters 

Table 12 indicates the types of primitive and the Parameters 
needed for orderly KAM regime termination. 

14.2.2.1 Shared ASE Information 

The shared ASE information Parameter is defined in 13.10. 

14.2.2.2 Charging 

The charging Parameter is defined in 13.4. The Parameter 
reflects costs incurred during the RAM regime, on the 
basis of the account Parameter quoted when the FTAM 
regime was established. This process excludes charges 
assigned to accounts within nested regimes. The presence 
of this Parameter is conditional on the account Parameter 
having been provided by the initiator on the F-INITIALIZE 
primitive. 

14.3 FT’AM regime termination service (abrupt) 

14.3.1 Function 

Either external file Service User may issue an F-U-ABORT 
request primitive at any time after an F-INITIALIZE request 
primitive has been issued, or an F-INITIALIZE indication 
primitive has been received. The file Service provider may 
issue an F-P-ABORT primitive at any time after an F- 
INITIALIZE request primitive has been received, or an F- 
INITIALIZE indication primitive issued. The F-U-ABORT or 
F-P-ABORT primitives terminate the FTAM regime 
unconditionally, abandoning any file activity that was in 
progress and leaving the selected file in an undefined state. 
If error recovery is to be performed, the responsibility for 
initiating the recovery lies with the initiator. Qnce an F-U- 
ABORT request or F-P-ABORT request primitive has been 
issued, the FTAM regime is terminated; the request cannot 
be rejected. 
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NOTE - In the extemal file Service data transfer Phase the use of 
F-CANCEL is preferred over that of F-U-ABORT. In the external 
file Service if the F-U-ABORT fails to resch the peer entity because 
of an underlying sen/ice failure the issuer of the F-U-ABORT will 
release locks while the peer entity will receive an F-P-ABORT from 
the lower layer failure and will retain locks pending a recovery 
action. No mechanisms are defined in ISO 8571 to resolve this 
differente of view of the file Status. 

The filestore provider performs the local close file and 
deselect file actions on receipt of an F-U-ABORT indication 
or an F-P-ABORT indication if the file is open, and the local 
deselect file action if the file is closed but selected. 
NOTE - Abrupt termination may lose information about charges 
which are levied. The initiator will not know which unconfirmed 
Services have affected the file. An internal Service abort for a 
transient error will not be visible in the extemal Service, and 
concurrency controls will stay in place while recovery is in 
progress. An abort in the external sewice will leave the initiator in 
doubt about the state sf the file, with concurrency controls 
released. 

14.3.2 Types of primitives and Parameters 
Tables 13 and 14 indicate the types of primitives and 
Parameters needed for abrupt FTAM regime termination. 

Table 13 - F-U-ABORT Parameters 

Parameter 

Action Result 
Diagnostic 

F-U-ABORT F-U-ABORT 
request indication 

Mandatory Mandatory 
Optional Optional 

Table 14 - F-P-ABORT Parameters 

Parameter F-P-ABORT 
indication 

Action Result 
Diagnostic 

Mandatory 
Optional 

14.3.2.1 Action Result 

The action result Parameter is defined in 13.2. 

14.3.2.2 Diagnostic 

The diagnostic Parameter is defined in 13.13. 

14.3.3 Sequence of primitives 

The sequence of events in a user initiated abrupt 
termination is defined in figure 5. 
The sequence in a Service provider initiated abrupt 
termination is defined in the time sequence diagram shown 
in figure 6. 
Collision of an F-P-ABORT and an F-U-ABORT tan result 
in the loss of the F-U-ABORT indication shown in figure 7. 
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Primitives issued by initiator Primitives issued by responder 

F-U-ABORT request 
~~~----~-~~t> F-U-ABORT indication 

Figure 5 - F-U-ABORT Service 

Primitives issued by initiator Primitives issued by tesponder 

F-P-ABORT indication <-i - 1- F-P-ABORT indication 

Figure 6 - F-P-ABORT Service 

Primitives issued by initiator 

F-U-ABORT request 

(F-P-ABORT indication - lost) 

Figure 7 - F-P-ABORT coiiision 

15 File selection regime controi 
These Services control the regime which binds an identified 
fiie to an FTAM regime. Different Services are used 
depending on whether the file exists before the selection or 
not, and on whether it is to exist after the selection or not. 

15.12 Types sf primitives and Parameters 

Table 15 indicates the types of primitives and the 
Parameters needed for file selection. 

15.1.2.1 State result 

15.1 File selection Service 

15.1.1 Function 

The state result Parameter is defined in 13.1. The 
Parameter indicates whether the select regime has been 
successfully established. 

This Service selects a file which already exists, by 
specifying a filename attribute to identify the file 

15.1.2.2 Action result 

unambiguously. These primitives may only be issued if The action result Parameter is defined in 13.2. 
there is no current file selection within the current FTAM 
regime. The filestore provider performs the select file action 15.1.2.3 Attributes 
after receiving the F-SELECT indication and before issuing 
an F-SELECT response primitive with an action result 

The attributes Parameter is defined in 13.5. On F-SELECT 

indicating success. 
the Parameter carries only a Single file name. The file name 
is the only file attribute used to identify the file in the file 

Tabie 15 - FSELECT parameters 

Parameter F-SELECT 
request 

F-SELECT F-SELECT 
indication response 

l 

F-SELECT 
conf irm 

State result 
Action result 
Attributes 

Requested Access 

Access Passwords 

Concurrency Control 

Shared ASE information 

Account 

Mandatory 

Mandatory 

Conditional 

Optional 

Optional 

Optional 

Mandatory 
( 1 

Mand=ator y 
( ) 

Condiional 
( 1 

Optkal 
( ) 

OptYkal 
( > 

Optkal 

Mandatory 
Mandatory 
Mandatory 

Optional 

Mandatory 
Mandatory 
Mandatory 

( > = 

Optional 
( 1 = 

Diagnost ic Ootional Optional 

(=) signifies that the value is not modified by the file Service provider. 
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selection process. On the F-SELECT response and tonfirm 15.2.2 Types of primitives and Parameters 
primitives only the filename is returned which may not be 
identical to that issued on the request and indication. 

Table 16 indicates the types of primitives and the 
Parameters needed for file deselection. 

15.1.2.4 Requested Access 15.2.2.1 Action result 
The requested access Parameter is defined in 13.6. if the 
requested access is not permitted by the responder the 
select regime is not estabiished. 

The action result Parameter is defined in 13.2. The 
selection regime is terminated whatever the value of the 
action result Parameter. 

15.1.2.5 Access Passwords 15.2.2.2 Charging 
The access passwords Parameter is defined in 13.7. it is 
conditional on the security group being selected. if the 
members of the set of access passwords do not match any 
of the non-empty password strings in the access control 
condition (see ISO 8571-Z), the select regime is not 
established. This Parameter is used to set the current 
access passwords activity attri bute. 

The charging Parameter is defined in 13.4. Charges are 
only reported on deselection against an overriding account 
set up at file selection. 

15.2.2.3 Shared ASE Information 

The shared ASE information Parameter is defined in 13.10. 

15.1.2.6 Concurrency Control 
The concurrency control Parameter is defined in 13.8. if the 
required concurrency control is not available the select 
regime is not established. 

15.2.2.4 Diagnostic 

The diagnostic Parameter is defined in 13.13. 

15.3 File creation Service 

15.1.2.7 Shared ASE Information 

The shared ASE information Parameter is defined in 13.10. 
15.3.1 Function 

15.1.2.8 Account 

The account Parameter is defined in 13.3. The value given 
overrides any value previously set by the F-INITIALIZE 
request for the duration of this select regime. 

The F-CREATE Service generally Causes a file to be 
created and establishes a selection of the newly created 
file. if the identified file exists then, depending on the 
override Parameter, the request may be rejected, or the 
existing file may be selected, possibly after recreation. The 
create Service may only be used if there is no currently 
selected file. 

15.1.2.9 Diagnostic 

The diagnostic Parameter is defined in 13.13. 

15.2 File deselection Service 

15.2.1 Function 

The filestore provider performs the create file action after 
receiving the F-CREATE indication primitive, and before 
issuing the F-CREATE response primitive with action result 
Parameters indicating success. if the override Parameter is 
appropriately set and the named file already exists, the 
responder performs the select action instead of the create 
action. 

The F-DESELECT Service releases the binding between 
the file select regime and the file. The file continues to exist 
and is available for subsequent selection. The primitives 
may only be used while a file is selected. The file select 
regime is always terminated foilowing an F-DESELECT 
response or tonfirm for all values of the action result 
Parameter. 

The filestore provider performs the deselect file action after 
receiving the F-DESELECT indication primitive, and before 
issuing the F-DESELECT response primitive. in the 
external Service all concurrency control is released when 
the file is deselected, except when performed within a CCR 
atomic action. The current account activity attribute is reset 
to that of the FTAM regime. 

15.3.2 Types of primitives and Parameters 

Table 17 indicates the types of primitives and the 
Parameters needed for file creation. 

15.3.2.1 State result 
The state result Parameter is defined in 13.1. The 
Parameter indicates the select regime is established, either 
for an existing file or a newly created one, or that the select 
has failed. 

15.3.2.2 Action result 
The action result Parameter is defined in 13.2. The 
Parameter indicates whether the create was successful or 
not. it is possible for the create to be successful and the 

Tabie 16 - F-DESELECT Parameters 

Parameter F-DESELECT 
request 

F-DESELECT 
indication 

F-DESELECT 
response 

F-DESELECT 
conf irm 

Action resuit 
Charging 
Shared ASE Information 

Diagnostic 

Optional Optional 
( ) = 

Mandatory 
Conditional 

Optional 

Optional 

Mandatory 
Conditional 

Optional 
( > 

Optkal 
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Tabie 17 - F-CREATE Parameters 

Parameter F-CREATE F-CREATE 
request indication 

F-CREATE 
response 

F-CREATE 
tonfirm 

State result Mandatory Mandatory 
Action result Mandatory Mandatory 
Override Mandatory Mandatory 

( 1 
initial Attributes Mandatory Mandatory Mandatory Mandatory 

( 1 = ( ) s 
Create Password Optional Optional 

( ) 
Requested Access Mandatory Mandatory 

( 1 
Access Passwords Conditional Condiional 

( ) 
Concurrency Control Conditional CondLional 

( > 
Shared ASE Information Optional Opti=onal Optional Optional 

( > ( 1 I 
Account Optional OptLal 

( > = 
Diagnostic Optional Optional 

(=) signifies that the value is not modified by the file Service provider. 

subsequent select to fail, in which case a new file is known 
to the filestore but it is not currently selected. 

15.3.2.3 Override 
The override Parameter defines the action to be taken if the 
named file already exists. The values of the Parameter are; 

a) fail the create action if the file already exists; 
b) select file if it already exists; 

c) delete file if it already exists and create a new file 
using the old file’s attributes (effectively delete the 
contents of the existing file and select it); 

d) delete file if it already exists and create a new file 
using the initial attributes provided on the F-CREATE 
primitive. 

The values (c) and (d) are dependent upon the Provision of 
a delete password in the access passwords Parameter 
where required by the access control attribute of the 
existing file. This Parameter is not used to set any activity 
attributes. 

15.3.2.4 initial Attributes 

lhe initial attributes Parameter has the same form as the 
attributes Parameter, which is defined in 13.5. For those 
attribute groups negotiated on F-INITIALIZE, the attribute 
values given, are associated with the newly created file. if, 
for any particular attribute a value is not given, a default is 
determined locally by the responder; this value may be “no 
value available”. For attributes other than filename and 
permitted actions, the responder may Change a value 
proposed by the initiator to “no value available” but may not 
assign any different value to it. The responder does report 
any local modification to the values of the filename or 
permitted actions attributes. in addition to the attributes in 
the attribute groups negotiated on F-INITIALIZE the 
attributes in the kerne1 attribute group are also associated 
with the newly created file. This Parameter is used to set 
the current access passwords activity attribute if a new file 
has been created. 

15.3.2.5 Create Password 
The create password is an optional Parameter which may 
be required to establish that the User identified by the 
initiator identity Parameter of the FTAM regime 
establishment Service has Permission to create files in the 
current filestore. The value is an OCTET STRING or 
GraphicString. This Parameter is not used to set any 
activity attri butes. 

15.3.2.6 Requested Access 
The requested access Parameter is defined in 13.6. The 
Parameter is used to establish the access availabie in the 
select regime following the create action. The requested 
access during the select regime need not be the fuil 
capabiiity of the file. Hence the access requested must be 
a subset of those capabiiities established with the initial 
attri butes Parameter. The established capabilities include 
all responder provided defaults which are within the kerne1 
attribute group or the other attribute groups negotiated at 
F-INITIALIZE. 

if the requested access Parameter is incompatible with the 
newly created file, the select will fail even though the fiie 
was created. 

15.3.2.7 Access Passwords 
The access passwords Parameter is defined in 13.7. The 
access passwords are used to authenticate the requested 
access and, if appropriate, the requested concurrency 
control for the select regime. if the override Parameter 
creates a new file or recreates a file with new attributes the 
access password Parameter is only used to verify any 
delete actions; it is not used to verify other actions on the 
selected file since the appropriate passwords are included 
in the initial attributes Parameter. This Parameter is used to 
set the current access passwords activity attribute if the 
override Parameter resulted in the selection of an existing 
file. 
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15.3.2.8 Concurrency Control 

The concurrency control Parameter is defined in 13.8. 

15.3.2.9 Shared ASE Information 
The shared ASE information Parameter is defined in 13.10. 

15.3.2.10 Account 

Parameter of success. The delete file action tan be 
performed only if the initiating entity has the “delete file” 
access control Permission (see 13.6). This access control 
permission is established by the requested access, 
concurrency control and access passwords Parameters on 
the F-SELECT or F-CREATE primitives which established 
the file selection regime. 

The account Parameter is defined in 13.3. The vaiue given 15.4.2 Types of primitives and Parameters 
overrides any value previousiy set on the F-INITIALIZE 
request for the duration of this selection. 

Table 18 indicates the types of primitives and the 
Parameters needed for file deletion. 

15.3.2.11 Diagnostic 

The diagnostic Parameter is defined in 13.13. 

15.4 File deletion Service 

15.4.1 Function 
The F-DELETE Service releases an existing file select 
regime in such a way that the selected file ceases to exist, 
and is not available for reselection. The primitives may only 
be issued while a file is selected. The selected regime is 
always released following an F-DELETE response or 
tonfirm, for all possible values of the action result 
parameter. 

lhe fiiestore provider performs the delete file action after 
receiving the F-DELETE indication, and before issuing the 
F-DELETE response primitive, with an action result 

15.4.2.1 Action Result 
The action resuit Parameter, defined in 13.2, indicates 
success or failure of the deletion action. The file is always 
deselected whatever the value of the action result 
Parameter. 

15.4.2.2 Shared ASE Information 
The shared ASE information Parameter is defined in 13.10. 

15.4.2.3 Charging 
The charging Parameter is defined in 13.4. Charges are 
only reported on deselection against an overriding account 
set up at file selection. 

15.4.2.4 Diagnostic 

The diagnostic Parameter is defined in 13.13. 

Tabie 18 - F-DELETE parameters 

Parameter 

Action Result 
Shared ASE Information 

Charging 
Diagnostic 

F-DELETE 
request 

Optional 

F-DELETE 
indication 

Optional 
( ) s 

F-DELETE 
response 

Mandatory 
Optional 

Conditional 
Optional 

F-DELETE 
conf irm 

Mandatory 
Optional 

( > 
CondLional 

Optional 

(=) signifies that the value is not modified by the file Service provider. 
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16 File management 16.2 Change attribute Service 
These services provide file management capability to the 
file service User. They are not concerned with the 
estabiishment of regimes. The Services provide facilities for 
interrogation and modification, where permitted, of file 
attributes. 

16.2.1 Function 

The F-CHANGE-ATTRIB Service modifies the file attributes 
of the selected file. The primitives convey a list of file 
attribute names and values. 

ISO 8571-3 : 1988 (EI 

16.1 Read attribute Service 

16.1.1 Function 

The F-READ-AITRIB service interragates the file attributes 
of the selected file. The request and indication convey a iist 
of the file attribute names for which values are to be read. 
The response and tonfirm then convey the corresponding 
returned values. 

The filestore provider performs the read attribute action 
after receiving the F-READ-ATTRIB indication, and before 
issuing the F-READ-AITRIB response primitive. 

16.1.2 Types of primitives and Parameters 

Table 19 indicates the types of primitive and the Parameters 
needed to read file attributes. 

16.1.2.1 Action Result 

The action result Parameter is defined in 13.2. 

16.1.2.2 Attribute Names 

The attribute names Parameter indicates which file 
attributes from the kerne1 or negotiated attribute groups, 
given in the virtual filestore definition, are to be read. The 
Parameter is a list, each element of which names a file 
attribute defined in ISO 8571-2. This Parameter is not used 
to set any activity attributes. 

16.1.2.3 Attributes 

The attribute Parameter is defined in 13.5. The presence of 
the attributes Parameter is conditional on the inclusion in 
the attribute names Parameter of at least one attribute with 
a returnable value. Values for attributes not specifically 
requested are not returned. Values for attributes not in the 
kerne1 attribute group or a negotiated attribute group are not 
returned. The value of password attributes are not 
returned. The responder may return “no value available” for 
partially supported attributes. ISO 8571-2 details the 
attributes which are and are not returned. 

16.1.2.4 Diagnostic 

The diagnostic Parameter is defined in 13.13. 

The filestore provider performs the Change attribute action 
and sets the two file attributes, date and time of last 
attribute modification and identity of last attribute modifier, 
after receiving the F-CHANGE-AlTRiß indication, and 
before issuing the F-CHANGE-AJTRIB response primitive. 
if any Change Causes an action result other than success to 
be generated, none of the requested changes are made; an 
“unsuccessful” action result Parameter is returned. 

16.2.2 Types of primitives and Parameters 
Table 20 indicates the types of primitive and the Parameters 
needed to Change file attributes. 

16.2.2.1 Action Result 

The action result Parameter is defined in 13.2. An 
unsuccessful action result indicates none of the changes 
has been performed. 

16.2.2.2 Attributes 
The attribute Parameter, defined in 13.5, indicates on the 
request and indication primitives which file attributes given 
in the virtual filestore definition are to be changed and what 
the new values are to be. The Parameter is a list, each 
element of which names a file attribute defined in 
ISO 8571-2 and provides a new value for it. 
The presence of the attributes Parameter on the response 
and tonfirm is conditional on the inclusion in the attributes 
Parameter of at least one attribute name and value. Values 
for attributes not specificaily requested are not changed or 
returned. Values for attributes not in the kerne1 or 
negotiated attribute group are not changed or returned. 
ISO 8571-2 defines the actions permitted on attributes. 

16.2.2.3 Diagnostic 
The diagnostic Parameter is defined in 13.13. 

17 File open regime controi 
These Services establish or release the file open regime 
within which file data tan be transferred. This regime 
estabiishes processing mode, presentation contexts, and 
concurrency control for the data transfer activity which is to 
be performed. 

Tabie 19 - F=READ-ATTRIB Parameters 

Parameter F-READ-Al-l-RIB F-READ-AI-l-Riß F-READ-ATTRIB F-READ-A-ITRIB 
indication conf irm F 

request response 

Action Result 
Attribute Names 

Attributes 

Diagnostic 

Mandatory Mandatory 
( 1 = 

Mandatory 

Conditional 

Optional 

Mandatory 

Conditional 
( > 

Optkal 

(=) signifies that the value is not modified by the file Service provider. 
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Tabie 20 - F-CHANGEmATTRIß Parameters 

Parameter F-CHANGE-AT-I-Riß F-CHANGE-ATTRIB F-CHANGE-AI-i-Riß F-CHANGE-AlTRiB 
request indication response conf irm 

I I 
Action Result 
Attributes 

Diaanostic 

Mandatory Mandatory 
( 1 = 

Mandatory 
Conditional 

Optional 

Mandatory 
Conditional 

( > 
OptZnal 

(=) signifies that the value is not modified by the file Service provider. 

17.1 File open service 17.1.2.3 Processing Mode 

17.1.1 Function 

The F-OPEN Service establishes an open regime. The 
regime establishment determines the abstract syntaxes and 
document types necessary to access the file and establish 
that the association has the capability of communicating 
them. it also establishes concurrency and possible 
processing modes. 
The open Service may only be used if a file has been 
selected, and no open regime currently exists. 

The filestore entity performs the open file action after 
receiving the F-OPEN indication primitive, and before 
issuing the F-OPEN response primitive with an action result 
Parameter indicating success. 
The current location activity attribute is set by this Service. 

The processing mode Parameter establishes a subset of the 
valid actions negotiated in the select regime, for use within 
the open regime being established. The processing mode 
Parameter indicates the valid actions to be performed as a 
result of access control and bulk data transfer requests; this 
determines the filestore actions which the responding entity 
tan perform. The Parameter value indicates whether read, 
insert, replace, extend or erase are to be permitted. The 
Parameter is compared with the current access request 
activity attribute and the access constraints determined by 
the selected view of the document type referenced by the 
Contents Type Parameter (see 17.1.2.4). if the requested 
processing mode is not available for the filestore, or the 
constraints set referenced by the contents type may 
potentially be violated, the open regime establishment fails. 
This Parameter is used to set the current processing mode 
activity attri bute. 

17.1.2 Types of primitives and Parameters 
Table 21 indicates the types of primitive and the Parameters 
needed for file opening. 

17.1.2.4 Contents Type 

17.1.2.1 State Result 

The state result Parameter, defined in 13.1, indicates 
whether the open regime has been established or not. 

The contents type Parameter identifies the abstract data 
type of the contents of the file, including the structuring 
information. The contents type is a scalar set at file 
creation time. its value is either a document type with 
optional Parameters or an abstract Syntax together with a 
constraint set name. 

17.1.2.2 Action Result 

The action result Parameter is defined in 13.2. 

The request and indication primitives convey either the 
required contents type or indicate “contents type unknown”. 
For the case of a document type the Parameters may be 
present or they may be omitted if they are unknown. 

Tabie 21 - F-OPEN Parameters 

Parameter 

State Result 
Action Result 
Processing Mode 

Contents Type 

Concurrency Control 

Shared ASE Information 

Enable FADU Locking 

Diagnostic 

Activity identifier 

Recovery Mode 

F-OPEN F-OPEN F-OPEN 
request indication response 

Mandatory 
Mandatory 

Mandatory Mandatory 
( ) 

Mandatory Mandatory Mandatory 
( ) = 

Optional Optional Dependent 
( ) 

Optional OptGnal Optional 
( 1 

Conditional Condiional 
( > = 

Optional 
Additional Parameters in the Internai Fiie Service 

Conditional Conditional 
( 1 

Conditional Condiional Conditional 

F-OPEN 
conf irm 

Mandatory 
Mandatory 

Mandatory 
( 1 

Depe;dent 
( > 

Optknal 
( 1 = 

Optional 

Conditional 
( > = 

32 
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The response and tonfirm always indicate the valid file 
contents type. The initiator indicating on the request and 
indication primitives that the contents type is unknown does 
not prevent the file being opened. if the open regime 
establishment is successful the contents type Parameter, on 
the response and tonfirm primitives, conveys the contents 
type file attribute from the file or, if a simplification or 
relaxation was requested that is returned. The initiator is 
then able to decide on further action. 

if the contents type Parameter on the request and indication 
primitives is a document type name it may take one of three 
forms: 

a) a document type name only 
b) a document type name with a null list of Parameters 

c) a document type name with a list of Parameters. 
the open only succeeds if: 

d) the proposed document type name is identical to 
either the document type name in the contents type file 
attribute, or, if only read actions are allowed by the 
processing mode Parameter, a simplification or relaxation 
defined in the document type referenceI In the contents 
type file attribute; 
and 

e) if Parameters were provided, they match exactly the 
Parameters of the contents type file attribute. A null list of 
Parameters match any Parameters in the contents type 
file attribute. 

if the contents type Parameter on the request and indication 
primitives is a constraint set name and abstract Syntax 
name pair then the open only succeeds if the pair exactly 
match the pair in the contents type file attribute. This 
Parameter is used to set the active contents type activity 
attribute. 

17.1.2.5 Concurrency Control 

The concurrency control Parameter, defined in 13.8, allows 
the concurrency control information, initially established at 
file creation or selection (see 15.3 and 15.1), to be modified 
when the file is opened. The concurrency control 
restrictions, set by the initiator, may be made more 
restrictive than that specified on the selection, but are not 
made less restrictive. 

The F-OPEN fails if a file Service User, having established 
shared access for an action on file selection, requests a 
more restrictive iock on F-OPEN and that leck is 
unavailable. 
The sequence of locks, in ascending Order of 
restrictiveness, is not required, shared, exclusive and no 
access. 

if the FADU locking functional unit has been negotiated, 
and the Enable FADU locking Parameter is set on (see 
17.1.2.7), the concurrency controls established at file select 
and/or open are only in place during a data transfer regime. 
Outside a data transfer regime, an FADU is in the “not 
required” state unless explicitly locked by the FADU locking 
mechanism. 

17.1.2.6 Shared ASE Information 

The shared ASE information Parameter is defined in 13.10. 

17.1.2.7 Enable FADU Locking 

Use of the enable FADU locking Parameter modifies the 
semantics of concurrency control. The enable FADU 
locking Parameter is available only if the FADU locking 
functional unit was negotiated on the FTAM regime 
establishment, in which case it is mandatory. The enable 
FADU locking Parameter indicates whether locking is to be 
on a per FADU basis, as opposed to a file basis. The value 
of this Parameter is a boolean which indicates whether 
FADU locking, in addition to whole file concurrency control 
locking, is required. 

The enable FADU locking Parameter is only available if: 

a) the storage attribute group has been negotiated; and 
b) the concurrency control Parameter is present. 

if FADU locking is selected the open will not fail for 
concurrency control reasons, however subsequent attempts 
to set FADU locks may fail. if FADU locking is not enabled 
the open may fail as described in 17.1.2.5. This Parameter 
is used to set the current locking style activity attribute. 

17.1.2.8 Diagnostic 

The diagnostic Parameter is defined in 13.13. 

17.1.2.9 Activity identif ier 

The activity identifier Parameter is defined in 13.11; it is 
mandatory in the internal file Service if the recovery 
functional unit has been negotiated. 

17.1.2.10 Recovery Mode 

The recovery mode Parameter in the internal Service 
indicates what error recovery facilities are to be available 
during the current open regime, and at what Points in the 
file, data transfer tan be resumed. The value is one of 
“none”, “at statt of file”, or “at any active Checkpoint”. The 
recovery mode Parameter is conditional and is only 
available in the internal file Service, and then is mandatory if 
the restart or recovery functionai units were negotiated on 
F-INITIALIZE. The value “none” ailows the recovery faciiity 
to be made unavailable for a specific open regime. The 
recovery mode is negotiated by the initiator proposing one 
value and the responder returning that vaiue, as agreement 
to it, or a value lower if the responder is not prepared to 
support the initiator’s value. The value returned by the 
responder is that established for the open regime. The 
decreasing Order of value is 

a) any active Checkpoint; 
b) at the Start of file; 

c) none. 

Whatever the value of this Parameter it does not prevent the 
establishment of an open regime. if the value none is 
agreed then restart and recovery within the open regime is 
invalid. This Parameter is not used to set any activity 
attribute. 

17.2 File close Service 

17.2.1 Function 
The F-CLOSE Service releases an existing file open regime. 
The file open regime is aiways terminated following an F- 
CLOSE response and tonfirm primitive for all possible 
values of the action resuit Parameter. 
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Tabie 22 - F-CLOSE 

Parameter 
F-CLOSE 
request 

F-CLOSE 
indication 

F-CLOSE 
response 

F-CLOSE 
conf irm 

Action Result Optional 

Shared ASE Information Optional 

Diagnostic Optional 

Optional 
( ) 

Opt&al 
( > 

OptLnal 
( ) e: 

Mandatory 

Optional 

Optional 

Mandatory 

Optional 
1 ) 

OptLnal 

(=) signifies that the value is not modified by the file Service provider. 

The filestore provider performs the close file action after 
receiving the F-CLOSE indication primitive, and before 
issuing the F-CLOSE response primitive. 

The file attributes in the storage attribute group are updated 
as foilows, dependent on the processing mode: 

a) For read mode, the date and time of last read access 
and identity of last reader. 

b) For insert, replace, extend and erase modes the date 
and time of last modification and the identity of last 
modifier. 

17.2.2 Types of primitives and Parameters 

Table 22 indicates the types of primitives and the 
Parameters needed for terminating a file open regime. 

17.2.2.1 Action Result 
The action result Parameter is defined in 13.2. The open 
regime is terminated notwithstanding the value of the action 
result or diagnostic Parameter. The action result Parameter, 
and the associated diagnostic Parameter, play different 
roles in the two file services. in the external file Service the 
action result Parameter is only present on the response and 
tonfirm primitives where it indicates either success or 
permanent error. in the internal file Service the action result 
Parameter may also be present on the request and 
indication where it is used to Signal a transient error 
between the two error recovery protocol machines. 

17.2.2.2 Shared ASE Information 

The shared ASE information Parameter is defined in 13.10. 

17.2.2.3 Diagnostic 

The diagnostic Parameter is defined in 13.13. it is used to 
qualify the action result Parameter on each primitive and is 
optionaily present in each of the file services when the 
action result Parameter is present. (See 17.2.2.1) 

18 Grouplng control 
The grouping control mechanisms allow a number of 
regimes to be established or released in one interaction. 
The Service User initiating the group of requests brackets 
them with grouping control primitives. The responding user 
analyses and retains its response to each of the requests 
until the group is complete or a state result failure is 
detected. it then returns its responses in a corresponding 
group. 
A Parameter of the F-BEGIN-GROUP request specifies a 
threshold value which is the number of primitives to be 
processed after the F-BEGIN-GROUP, without a “failure” 

state result (see 13.1), before any action is to be taken. 
Primitives within the group which do not convey state result 
Parameters are always counted as being %uccessfuI”. 
Action result failures do not affect the processing of the 
group. 

if the threshold number of primitives is not processed before 
a state result failure is detected, a negative response is 
made for the group. This is signalled by all primitive 
responses after the begin group response, and before the 
state result failure response, having their action result 
Parameter indicate “permanent error”. The diagnostic on 
the response of these primitives is set to indicate “transient 
error” with an error identifier of “subsequent error”. if the 
first response primitive has a state resuit of failure the 
diagnostic Parameter carries normal detailed failure 
reasons. 
Once a failure response is made on a state result 
Parameter, no response is made to any futther primitive 
within the group, except the F-END-GROUP primitive. 
Once the threshold value has been equailed or exceeded 
by the success count, the successful actions are performed; 
all remaining primitives are attempted in Order until a 
primitive generating state failure is encountered when no 
further primitives are processed; or F-END-GROUP is 
encountered. 

18.1 Beginning of grouping Service 

18.1 .l Function 

The F-BEGIN-GROUP Service indicates the Start of a set of 
grouped requests, which are to be processed and 
responded to as a group. 

18.1.2 Types of primitives and Parameters 

Table 23 indicates the types of primitives and the 
Parameters needed for beginning of group. 

18.1.2.1 Threshold 

The threshold Parameter specifies the number of primitives 
within a group (i.e. after, but not including, the begin group) 
which are to be analysed without being unsuccessful before 
any part of the group tan succeed. A primitive is 
categorized as successful or unsuccessful in terms of its 
state result Parameters. Those primitives which only have 
an action result Parameter are to be deemed successful for 
the purposes of the threshold count. For the groupings 
specified in the file transfer, file management and file 
transfer and management classes of ISO 8571 the 
threshold Parameter value equals the number of primitives 
between (but not including) the begin group and end group 
primitives. This Parameter is not used to set any activity 
attri butes. 
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Tabie 23 - F-BEGIN-GROUP Parameters 
r 

Parameter F-BEGIN-GROUP F-BEGIN-GROUP F-BEGIN-GROUP F-BEGIN-GROUP 
request indication response conf irm 

Threshold Mandatory Mandatory 
( 1 = 

(=) signifies that the value is not modified by the file Service provider. 

18.2 End of grouping Service 
The F-END-GROUP Service indicates the end of a set of 
concatenated requests started by an F-BEGIN-GROUP. 
There is always an F-END-GROUP to match each F- 
BEGIN-GROUP, unless the application association is 
broken by an F-U-ABORT or an F-P-ABORT. The types of 
primitives defined are F-END-GROUP request, F-END- 
GROUP indication, F-END-GROUP response and F-END- 
GROUP tonfirm. The primitives do not carry Parameters. 

19 Recovery (Internal Service only) 

19.1 Regime recovery Service 

19.1 .l Function 
The F-RECOVER Service allows the recreation of an open 
regime after a failure. it allows the filestore entity to access 
records of suspended activities by reference to a previously 
established activity identifier. The regimes are recreated on 
the basis of information, including activity attribute values, 
stored by the initiator and the responder in secure storage. 
This body of information is called a decket. 

Regime recovery is visible to the internal Service User only, 
and then only if the recovery functional unit was negotiated 
on the F-INITIALIZE primitives. 
NOTE - The mechanisms for recovery in the external Service are 
specified as part of the error recovery protocol specified in 
ISO 8571-4. 

19.1.2 Types of primitives and Parameters 

Table 24 indicates the types of primitives and the 
Parameters needed for recovery. The Parameters are used 
to identify the activity to be recovered and decket to be 
associated with the activity. These Parameters and the 

decket information are subjected to the select and open 
algorithms in Order to recover the open regime. 

19.1.2.1 State Result 

The state result Parameter is defined in 13.1. 

19.1.2.2 Action Result 

The action result Parameter is defined in 13.2. 

19.1.2.3 Activity identifier 

The activity identifier Parameter is defined in 13.11. 

19.1.2.4 Bulk Transfer Number 

The bulk transfer number Parameter indicates, by reference 
to the number of a bulk data transfer procedure, which bulk 
data transfer is to be recovered. The recovery Position 
within the bulk data transfer is defined by the recovery Point 
Parameter (see 19.1.2.8). The first data transfer within an 
open regime is numbered 1, and subsequent transfers are 
consecutively numbered. Read and write transfers are 
numbered from a Single sequence. 

19.1.2.5 Requested Access 

The requested access Parameter is defined in 13.6. The 
requested access and access password Parameters 
tonfirm the authenticity of the initiator attempting to recover 
the activity. if the requested access does not completely 
satisfy the responder the regime establishment fails with a 
permanent error. 

19.1.2.6 Access Passwords 

The access passwords Parameter is defined in 13.7. 

Tabie 24 - F-RECOVER Parameters 

Parameter F-RECOVER F-RECOVER 
request indication 

F-RECOVER 
response 

F-RECOVER 
conf irm 

State Result Mandatory Mandatory 
Action Result Mandatory Mandatory 
Activity identif ier Mandatory Mandatory 

( > 
Bulk Transfer Number Mandatory Mand=aator y 

( > 
Requested Access Mandatory Mand=ator y 

( > 
Access Passwords Optional Optznal 

( 1 = 
Contents type Mandatory Mandatory 
Recovery Point Conditional Conditional Conditional Conditional 

( > = ( > 
Diagnostic Optional *pt&al 

(=) signifies that the value is not modified by the file Service provider. 
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19.1.2.7 Contents Type 
The contents type Parameter, defined in 17.1.2.4, returns 
the fiie contents type name to the initiator. 

19.1.2.8 Recovery Point 

The recovery Point Parameter indicates that recovery is to a 
Point before the Start of the buik data transfer (vaiue Zero), 
OB to a Checkpoint within the buik data transfer, or to a Point 
foiiowing its compietion (see note). The recovery Point is 
within the buik data transfer identified by the buik data 
transfer number parameter (see 19.1.2.4). The recovery 
Point is determined by the entity which was receiving data 
at the time of the failure. Consequentiy the Parameter is 
conditional and is required to be present either on the 
request or the response primitive. 
NOTE - Recovery to a Point following a bulk data transfer 
completion is defined for the case where the receiver has received 
an F-DATA-END indication but the F-TRANSFER-END exchange 
has not completed. In such a Situation it would be unnecessary to 
go back to the last confirmed Checkpoint. The only requirement is 
for both sender and receiver to have an agreed understanding of 
the completion of the transfer. A value one larger than the highest 
Checkpoint number issued by the sender is used to indicate 
recovery after bulk data transfer. 

19.1.2.9 Diagnostic 
The diagnostic Parameter is defined in 13.13. 

20 Access to file contents 

20.1 Bulk data transfer Service 
The access to all or part of the content of a fiie is petformed 
by the buik data transfer procedures defined in section 
three. 

These procedures statt and finish in a Single data transfer 
idie state, and so tan be considered as a seif-contained 
procedurai unit, which is primitive in the definition of the 
remainder of the fiie Service. 
In using the buik data transfer procedures, the foiiowing 
FTAM specific def initions appiy : 

a) Tabie 25 defines the sub-Parameters in the Buik Data 
Transfer Specification Parameter for a read transfer: 

Table 25 - BD7 read sub-Parameters 

Sub-Parameter Status Defined in 

File Access Data Unit Identity Mandatory 13.12 
Access Context Mandatory 20.1.2 
FADU Lack Optional 13.9 

b) Tabie 26 defines the sub Parameters in the Buik Data 
Transfer Specification Parameter for a write transfer: 

Table 26 - BDT write sub-Parameters 
? \ 

Sub-Parameter Status Defined in 

File Access Data Unit Mandatory 20.1 .l 
Operation 
File Access Data Unit Identity Mandatory 13.12 
FADU Lack Optional 13.9 

, 

The fiiestore provider performs the iocate action after 
receiving an F-READ or F-WRITE indication. It then 
initiates a read, insert, repiace or extend action as 
appropriate for the FADU requested or for each FADU 

received. The read action is compieted before the issue of 
an F-DATA-END request and the write action or actions are 
compieted before the issue of an F-TRANSFER-END 
response primitive. 
The fiie remains open after a sequence of F-CANCEL 
primitives, aithough the resuit of interrupted operations is 
not defined. Further F-READ or F-WRITE operations, not 
necessariiy reiated to any previous read or write attempt, 
may be attempted after the compietion sf the sequence of 
F-CANCEL primitives has disposed of any previous activity. 

20.1.1 File Access Data lhlt Operation 

The fiie access data unit Operation Parameter indicates the 
action to be taken by the fiiestore provider on receipt of the 
data transferred. The vaiues are defined in the constraint 
set in use. 

20.1.2 Access Context 

The access context Parameter specifies a view of the fiie 
access structure, for read operations, which is to be used 
for a read transfer during the data transfer regime. 

The vaiid vaiues of the access context Parameter are 
dependent on the constraint set in use. 

The vaiue of the Parameter is given in tabie 27. 

Table 27 - Access contexts 

Access 
Context Description 

HA Hierarchicai All Data Units 
HN Hierarchicai No Data Units 
FA Fiat All Data Units 
FL Fiat One Level Data Units 
FS Fiat Single Data Unit 
UA Unstructured All Data Units 
us Unstructured Single Data Unit 

The above access contexts are defined in ISO 8571-2. 

20.2 Locate file access data unit Service 

20.2.1 Function 

The F-LOCATE Service specifies the identity of a fiie access 
data unit which is to be iocated by the fiiestore provider in 
preparation for fiie access. 

20.2.2 Types of primitives and Parameters 
Tabie 28 indicates the types of primitives and the 
Parameters needed for a iocate interaction. 

20.2.2.1 Action Resuit 

The action resuit Parameter is defined in 13.2. 

20.2.2.2 File Access Data Unit identity 

The fiie access data unit identity Parameter is defined for 
the request and indication primitives in 13.12. The identity 
in the request and indication may be any of the vaiues 
defined in ISO 8571-2, inciuding next, first or last. 

The response and tonfirm primitives return an identity 
which is one of: begin, end, Node-name, Sequence of 
node-names or Node number. 

The above identities are defined in ISO 8571-2. 
This Parameter is used to set the current iocation activity 
attribute. 
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Table 28 - F-LQCATE Parameters 

Parameter 
F-LOCATE F-LOCATE 

request indication 
F-LOCATE 
response 

F-LOCATE 
tonfirm 

Action Result 
File Access Data Unit 
Identity 
FADU Lack 

Mandatory 

Optional 

Mandatory 
( ) 

OptLnal 

Mandatory 
Optional 

Mandatory 
Optional 

( > z 

Diagnostic Optional Optional 

(=) signifies that the value is not modified by the fiie Service provider. 

20.2-2.3 FADU Lack 
The FADU leck Parameter is defined in 13.9. 

20.2.2.4 Diagnostic 
The diagnostic Parameter is defined in 13.13. 

20.3 Erase fiie access data mit Service 

20.3-1 Function 

20.3.2 Types of primitives and Parameters 
Table 29 indicates the types of primitives and the 
Parameters needed for an erase interaction. 

20.3.2.1 Action Result 

The action result Parameter is defined in 13.2 

20.3.2.2 File Access Data Unit Identity 

The F-ERASE Service specifies the identity of a file access 
The file access data unit identity Parameter is defined in 
13.12. See ISO 8571-2 for additional information. 

data unit which is to be erased by the filestore provider. 
The filestore provider performs the erase action after 
receiving the F-ERASE indication, and before issuing the 
F-ERASE response primitive. 

20.3.2.3 Diagnostic 

The diagnostic Parameter is defined in 13.13. 

Table 29 - F-ERASE Parameters 
. 

Parameter F-ERASE F-ERASE F-ERASE F-ERASE 
request indication response conf irm 

Action Result Mandatory Mandatory 
File Access Data Unit Mandatory Mandatory 
ldentity ( ) = 
Diagnostic Optional Optional 

(=) signifies that the value is not modified by the file Service provider. 
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Section three: Definition of bulk ciata transfer primitives 

21 Bulk data transfer Service primitives 
Esch of the Services constituting the bulk data transfer 
service is achieved by invoking a sequence of bulk data 
transfer Service primitives. 
Table 30 lists for each service; 

a) the primitives associated with the Service; 
b) the parameters associated with the primitives; 

c) the bulk data transfer Service User that is permitted to 
issue the request primitive; 

d) how failure of the Service is notified to the issuer of 
the request. 

In table 30 those Parameters and primitives which occur 
only in the internal bulk data transfer Service are enclosed 
in Square brackets. 

During a read Operation the responder is the sender and the 
initiator the receiver of the file. During a write Operation the 
initiator is the sender and the responder the receiver of the 
file. 
The semantics of the primitives and their Parameters are 
defined in clauses 23 to 25. 

22 Sequences of bulk data transfer 
primitives 
This clause gives the constraints on the valid sequences in 
which the primitives defined in clauses 24 and 25 tan 

occur. The individual primitives in a service may occur only 
in the sequences given as patt of the primitive definitions. 

22.1 Normal sequences 
The normal progress of use of the bulk data transfer Service 
is illustrated by the state transition diagram shown in figure 
8. Full state transition diagrams are contained in annex E. 

22.2 Constraints on issue of primitives 
The primitives may be issued in any sequence consistent 
with the constraints given in tabies 31 and 32 The 
sequences given with the individual primitive definitions 
aPPlY l 

22.2.1 Key to tables 31 and 32 

In tabies 31 and 32, the entries indicate the functional units 
required for the succession to occur. The entries are: 

Read read functional unit 
Write write functional unit 
Either read or write functional unit 

The row “Start of bulk data” indicates entry from tables 9 
and 10 of section two, and the column “end of bulk data” 
indicates return to tables 9 and IO. 

Primitive 
Name 

Table 30 - Bulk data transfer Service primitives 

Confirmed Request Parameters Failure 
Service by Notification 

F-READ No 

F-WRITE No 

F-DATA No 
F-DATA-END No 

F-TRANSFER-END Yes 

F-CANCEL Yes 

[F-CHECK Yes 
[F-RESTART Yes 

Initiator 

Initiator 

Sender 
Sender 

Initiator 

Either 

Sender 
Either 

Bulk data transfer 
specif ication 

Bulk data transfer 
specif ication 
Data value 

Action result 
Diagnostic 

Action result 
Shared ASE information 

Diagnostic 
Action result 

Shared ASE information 
Diagnostic 

Checkpoint identifier 
Checkpoint identifier 

F-DATA-END 
action result 
F-CANCEL 

F-CANCEL 
F-CANCEL 

action result 

none 

F-CANCEL] 
F-CANCEL] 
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0 
data, check, restart 

t 
0 

data, check, restart 

Figure 8 - Simplified State Diagram for Bulk Data Transfer (see Annex E) 
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Table 31 - Sequence of Service primitives for bulk data transfer - inftiator 

Previous file Service event F-READ F-WRITE 
request request 

May next issue 
F-DATA F-DATA-END 
request request 

F-TRANSFER 
-END 

request 

Start file Bulk Data 

F-READ request 

Read Write 

F-WRITE request Write Write 

F-DATA request Write Write 

F-DATA indication 
I 1 

F-DATA-END request Write 

F-DATA-END indication Read 
I I I 1 I 

F-TRANSFER-END request 

F-TRANSFER-END tonfirm 

F-CANCEL request 

F-CANCEL indication 

F-CANCEL response 

F-CANCEL tonfirm 

I 1 I 

F-CHECK request 

F-CHECK indication 
I I 

Write Write 

F-CHECK response Read 

F-CHECK tonfirm Write Write Write 

F-RESTART request 

F-RESTART indication 

F-RESTART response Write Write 

F-RESTART tonfirm Write Write 
, 
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F-CANCEL F-CANCEL 
request response 

F-CHECK 
request 

May next issue 
F-CHECK F-RESTART F-RESTART End of Bulk 
response request response Data 

Read 

Write 

Write 

Read 

Write 

Write 

Read 

Read 

Write 

Write 

Read 

Read Read Read 

I I 
Either 

Either 
I I I 

Either 

Write 

Read 

Read 

Write 

Either 

Either 

Either 

Either 

Write 

Write 

Write 

Write 

Read 

Read 

Write 

Read 

Read 

Write 

Either 

Either 

Either 

Either 
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Table 32 - Sequence of service primitives for bulk data transfer - responder 

Previous file Service event F-DATA 
request 

May next issue 
F-DATA-END F-TRANSFER 

request -END 
response 

F-CANCEL 
request 

Start file Bul k Data 

F-READ indication Read Read Read 

F-WRITE indication Write 

F-DATA request * Read Read Read 

F-DATA indication Write 

F-DATA-END request 

F-DATA-END indication Write 

F-TRANSFER-END indication Either Write 

F-TRANSFER-END response 

F-CANCEL request 

F-CANCEL indication 

F-CANCEL response 

F-CANCEL tonfirm 

F-CHECK request Read Read Read 

F-CHECK indication Write 

F-CHECK response Write Write 

F-CHECK tonfirm Read Read Read 

F-RESTART request Either 

F-RESTART indication Either 

F-RESTART response Read Read Either 

F-RESTART tonfirm Read Read Either 
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1 May next issue 1 
F-CANCEL 
response 

F-CHECK 
request 

F-CHECK * 
response 

F-RESTART 
request 

F-RESTART 
response 

End of Bulk 
Data 

Read Read 

Write 

Read Read 1 

Write Write 

Write 
1 

Either 

Either 

Read Read 

Either 

Either 

Write Write 

Read 

Write W rite 

Read 

Read 

Read 

Either 

Either 

Either 
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23 Common bulk data transfer Parameters 

23.1 Bulk Data Transfer Specification 
The Bulk Data Transfer Specification Parameter identifies 
the data to be transferred and for read transfer specifies the 
access context in which the data transfer is tc take place. It 
may also specify the actions to be taken to generate or use 
the data transferred. The detailed form of the Parameter 
depends on whether the bulk data transfer to be performed 
is read or write. 
NOTE - The details of the parameter for RAM use are given in 
20.1. 

23.2 Checkpoint Identifier 
The Checkpoint identifier Parameter gives an unambiguous 
identification to allow reference to the Checkpoints. The 
value of the Parameter is an integer. For the F-CHECK 
primitive, the value is between 1 and 999998 inclusive. The 
value supplied in the first F-CHECK request in a bulk data 
transfer, either read or write, is 1, and thereafter 
subsequent values increment by 1. For the F-RESTART 
primitive, the value is between 0 and 999998. 

The value Zero is reserved to indicate “beginning of FADU” 
in restart and recovery activities. The value one greater 
than the last Checkpoint identifier issued by the sender in a 
series of FADUs before data end is signalled indicates the 
end of the bulk data transfer. The correlation of the 
Checkpoint identifier range constraint with that of the 
Session serial number constraint is the responsibility of the 
application entity as a whole. 

24 Bulk data transfer 
This group of Services performs the transfer of bulk data. 
The procedure begins with the Service initiator issuing either 
an F-READ request or an F-WRITE request. This leads to 
the issue of a sequence of F-DATA requests followed by an 
F-DATA-END request by the sender of the data. The 
procedure is completed by the initiator issuing an F- 
TRANSFER-END request. The primitives are defined in 
24.1 to 24.6, and the two valid sequences are defined in 
24.7 and 24.8. 

in the internal Service, the checkpointing and recovery 
primitives defined in clause 25 may occur within or abutted 
to the sequence of F-DATA primitives. 

24.1 Read bulk data Service 

24.1.1 Function 
The F-READ Service specifies a data transfer from the 
service responder (that is the Sender) to the Service initiator 
(that is the receiver). Only one F-READ procedure may be 
in progress at any time on a Single application association. 
The direction of data flow established continues until the 
exchange of F-TRANSFER-END primitives. Rejection of an 
F-READ indication is by issue of an F-DATA-END with an 
action result indicating unsuccessful. 

These primitives Signal a transfer of control from the initiator 
to the Sender. They mark a reversal of the Service 
asymmetry for the duration of the data transfer. 

24.1.2 Types of primitives and Parameters 

Table 33 indicates the types of primitives and the 
Parameters needed for a read bulk data interaction. 

24.1.2.1 Bulk Data Transfer Specification 
The bulk data transfer specification is defined in 23.1. 

Tabfe 33 - F-READ Parameters 

Parameter F-READ F-READ 
request indication 

I 
Bulk Data Transfer 
Specif icat ion 

Mandatory Mandatory 
( > 5 

(=) signifies that the value is not modified 
by the Service provider. 

24.2 Write bulk data Service 

24.2.1 Function 

The F-WRITE service specifies a data transfer from the 
Service initiator (that is the sender) to the Service provider 
(that is the receiver). Only one F-WRITE procedure may be 
in progress at any time on a Single application association. 
The direction of data flow established continues until the 
exchange of F-TRANSFER-END primitives. An F-WRITE 
indication tan be rejected by issuing an F-CANCEL request 
(see 24.6). If the transfer is rejected, no further F-DATA 
indication primitives are received by the responder. 

24.2.2 Types of primitives and Parameters 
Table 34 indicates the types of primitives and the 
Parameters needed for a write bulk data interaction. 

Table 34 - F-WRITE Parameters 

Parameter F-WRITE F-WRITE 
request indication 

Bulk Data Transfer 
Specif ication 

Mandatory Mandatory 
( > = 

(=) signifies that the value is not modified 
by the Service provider. 

24.2.2.1 Bulk Data Transfer Specification 
The bulk data transfer specification is defined in 23.1 

24.3 Data unit transfer Service 

24.3.1 Function 

The F-DATA Service transfers data between the users of 
the Service. The data are transferred as values of known 
data types, using the underlying Presentation Service 
mechanisms (see ISO 8822). The data transfer may be 
from either entity, depending on whether a read or a write 
transfer has been requested by the initiator. 

24.3.2 Types of primitives and Parameters 

Table 35 indicates the types of primitives and the 
Parameters needed for data value transfer. 

24.3.2.1 Data Value 

The data value Parameter is a value of a known data type; 
the type identifies the abstract Syntax applicable to the data 
value and the syntactic description of the data value within 
that abstract Syntax. 



NOTE - In the supporting protocol, a series of data values may be 
conveyed as an equivalent series of presentation data values in a 
Single P-DATA primitive. 

Table 35 - F-DATA Parameters 
1 

Parameter F-DATA F-DATA 
request indication 

Data Value Mandatory Mandatory 
( ) s 

I 

indication or tonfirm as appropriate informs the sender that 
no further error recovery actions, involving that bulk data 
transfer, will be requested. 

24.52 Types of primitives and Parameters 

Table 37 indicates the types of primitives and the 
Parameters needed for data transfer end. 

24.5.2.1 Action Result 

The action result Parameter is defined in 13.2. 

(=) signifies that the value is not modified 
by the Service provider. 

24.5.2.2 Shared ASE Information 

The shared ASE information Parameter is defined in 13.10. 

24.4 End of data transfer serwice 24.5.2.3 Diagnostic 

24.4.1 Function The diagnostic Parameter is defined in 13.13. 

The completion of the data transfer is indicated by the F- 
DATA-END primitives. The sender issues an F-DATA-END 
request primitive when it has sent all the necessary data. 
The sender may issue an F-DATA-END request with an 
unsuccessful action result as a rejection of an F-READ 
indication. 

24.6 Cancel data transfer Service 

24.6.1 Function 

24.4.2 Types of primitives and Parameters 

Table 36 indicates the types of primitives and the 
Parameters needed to end a data transfer. 

Table 36 - F-DATA-END Parameters 

Parameter F-DATA-END F-DATA-END 
request indication 

Action Result Mandatory Mandatory 
Diagnostic Optional Optional 

24.4.2.1 Action Result 

The action result is defined in 13.2. When the F-DATA- 
END primitive is used to reject a read indication the reason 
is carried by the action result and diagnostic. The initiator 
responds with an F-TRANSFER-END as in the non error 
case. 

Either of the service users may cancel a data transfer 
activity by issuing an F-CANCEL request primitive. The F- 
CANCEL primitive may be issued during data transfer after 
the issue or receipt of an F-READ or F-WRITE request or 
indication. At ihe end of data transfer, it may not be issued: 

a) by the initiator acting as sender after issue of an F- 
DATA-END request; 

b) by the responder acting as receiver after issue of an 
F-TRANSFER-END response; 

c) by the responder acting as sender after the issue of 
an F-DATA-END request; 
d) by the initiator acting as receiver after the issue of an 
F-TRANSFER-END request. 

If either the cancel data transfer Service or the end of data 
transfer service is used, the data transfer regime ceases. 
Where use of these Services collides, the cancel data 
transfer Service takes precedence. 

24.4.2.2 Diagnostic 

lhe diagnostic Parameter is defined in 13.13. 

After an F-CANCEL procedure the two users may have 
different views of the state of the activity. The F-CANCEL 
primitives interrupt any activity in progress (including an F- 
RESTART sequence) and any undelivered indications or 
confirms may be discarded. 

24.5 End of transfer Service 

24.51 Function 

The completion of a transfer is indicated by an exchange of 
F-TRANSFER-END primitives. This exchange is initiated 
by the initiator after having issued or received an F-DATA- 
END primitive. Receipt of the F-TRANSFER-END 

The file remains open after a sequence of F-CANCEL 
primitives, although the result of interrupted operations is 
not defined. Further F-READ or F-WRITE operations, not 
necessarily related to any previous read or write attempt, 
may be attempted after the completion of the sequence of 
F-CANCEL primitives has disposed of any previous activity. 

24.6.2 Types of primitives and Parameters 

Table 38 indicates the types of primitives and the 
Parameters needed to cancel data transfer. 

Table 37 - F-TRANSFER-END Parameters 

Parameter 

Action Result 
Shared ASE Information 

Diagnostic 

F-TRANSFER-END F-TRANSFER-END F-TRANSFER-END 
request indication response 

Mandatory 
Optional Optional Optional 

( > = 
Optional 

(=) signifies that the value is not modified by the Service provider. 

F-TRANSFER-END 
conf irm 

Mandatory 
Optional 

( ) 
Op&nal 
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Tabie 38 - F-CANCEL Parameters 

Parameter 
F-CANCEL 

request 
F-CANCEL 
indication 

F-CANCEL 
response 

F-CANCEL 
conf irm 

Action Result Mandatory 
Shared ASE Information Optional 

Diaanostic Optional 

Mandatory 
Optional 

( > 
OptLnal 

Mandatory 
Optional 

Optional 

Mandatory 
Optional 

( ) 
OptLnal 

(=) signifies that the value is not modified by the Service provider. 

24.6.2.1 Action Result 

The action result Parameter, defined in 13.2, and the 
diagnostic Parameter are used to convey the reason for the 
cancel. 

24.6.2.2 Shared ASE Information 
The shared ASE information Parameter is defined in 13.10. 

24.6.2.3 Diagnostic 
The diagnostic Parameter is defined in 13.13. 

24.7 Sequence of primitives on write 
The sequence of events in a successful write Operation is 
defined in the time sequence diagram in figure 9. The F- 
DATA primitives in the diagram stand for an arbitrary 
sequence of F-DATA primitives in the internal Service. 

24.8 Sequence of primitives on read 
The sequence of events in a successful read Operation is 
defined in the time sequence diagram in figure 10. The F- 
DATA primitives in the diagram stand for an arbitrary 
sequence of F-DATA primitives in the internal Service. 

25 Checkpolntlng and restart (Internal BDT 
Service Only) 
The checkpointing Service is only available if the restart 
or/and recovery functional units are negotiated on F- 
INITIALIZE. The restart service is only available if the 
restart functional unit is negotiated on F-INITIALIZE. The 
checkpointing and restart primitives may be issued while a 
data transfer activity is in progress (after an F-READ or F- 
WRITE and before an F-DATA-END, for the sender and F- 
TRANSFER-END for the receiver) to control the progress of 
the data transfer. 

Primitives issued by inltiator 

F-W RITE request 
-+t 

-- --c 
B F-WRITE indication 

F-DATA request F- --11r- 
F-DATA request p- --2- > F-DATA indication 
F-DATA request -L -- N F-DATA indication ‘Z 
F-DATA request ----- 3 F-DATA indication 

=IC F-DATA indication 
F-DATA-END request -L ---- ---- F F-DATA-END indication 

F-TRANSFER-END request -4 ---- 
> F-TRANSFER-END indication 

NOTE - The receipt of a restart indication after the issue of an F- 
DATA-END may result in the sender returning to the data transfer 
activity it has just left. 

25.1 Checkpointing Service 
Checkpoint insertion is only visible in the internal Service. 
The protocol error recovery procedures (See ISO 8571-4) 
specify how the primitives are used in supporting the 
extemal Service. 

25.1 .l Function 

The F-CHECK group of primitives mark and acknowledge 
Points in a sequence of F-DATA primitives. The receipt of 
the F-CHECK tonfirm informs the sender of data, that data 
before the Point marked and acknowledged has been 
received and secured, such that no earlier Point is 
requested in an F-RESTART primitive. The sender may 
continue to send F-DATA primitives or further Checkpoints 
before receipt of any particular primitive has been 
acknowledged. The number of checkpoints which may be 
outstanding is negotiated when the FTAM regime in which 
the bulk data is to be transferred is established. However, 
all outstanding Checkpoints are acknowledged before the 
F-TRANSFER-END request or response is issued. 

25.1.2 Types of primItives and Parameters 

Table 39 indicates the types of primitives and Parameters 
needed for checkpointing. 

25.1.2.1 Checkpoint identifier 

The Checkpoint identifier Parameter is defined in 23.2. 

Primitives issued by responder 

F-TRANSFER-END tonfirm 
-t----------/+---- F-TRANSFER-END response 

Figure 9 - Sequence of primitives on write 
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Primitives issued by initiator 

F-READ request 

F-DATA indication 
F-DATA indication 
F-DATA indication 

F-DATA-END indication 
F-TRANSFER-END request 

F-TRANSFER-END tonfirm 

Primitives issued by responder 

F-READ indication 

f 

F-DATA request 
F-DATA request 
F-DATA request 

F-DATA-END request 

‘-~---------~~ F-TRANSFER-END indication 

~ i---------r- F-TRANSFER-END response 

Figure IO - Sequence of primitives on read 

Tabie 39 - F-CHECK Parameters 

Parameter 

Checkpoint Identifier 

F-CHECK 
request 

Mandatory 

F-CHECK 
indication 

Mandatory 
( > = 

F-CHECK 
response 

Mandatory 

F-CHECK 
conf irm 

Mandatory 
( > = 

(=) signifies that the value is not modified by the Service provider. 

25.2 Restarting data transfer Service 
Restarting of the data transfer is only visible in the internal 
service. The protocol error recovery procedures (see ISO 
8571-4) specify how the primitives are to be used in 
suppotting the external Service. 

25.2.1 Function 
The F-RESTART group of primitives interrupts any bulk 
data transfer activity in progress, with possible loss of any 
undelivered indications or confirms. lt negotiates a Point at 
which data transfer is to be restarted. At the end of data 
transfer, it may not be issued: 

a) by the initiator acting as sender after issue of an F- 
DATA-END request; 

b) by the responder acting as receiver after issue of an 
F-TRANSFER-END response; 
c) by the responder acting as sender after the issue of 
an F-DATA-END request; 

d) by the initiator acting as receiver after the issue of an 
F-TRANSFER-END request. 

ff the receiver and the sender of data both issue an F- 
RESTART request, the Service provider resolves the 

collision and issues a confirmation to each User giving the 
Point at which the transfer is to be restarted (see ISO 8571. 
4). An F-RESTART indication is rejected by using an F- 
CANCEL request primitive. 

25.2.2 Types of primitives and Parameters 
Table 40 indicates the types of primitives and the 
Parameters needed to restart data transfer. 

25.2.2.1 Checkpoint Identifier 
The Checkpoint identifier Parameter is defined in 23.2. The 
use of the Parameter depends on the direction of transfer. 
The issuer of the request identifies a Checkpoint which is: 

a) for the Sender, the last Point acknowledged; 

b) for the receiver, the last Point received and secured. 

The issuer of the response identifies a Checkpoint which is: 

c) for the Sender, equal to the value provided by the 
issuer of the request; 

d) for the receiver, the last Point received and secured. 
In a collision, the value provided by the receiver is returned 
to both the sender and the receiver. 

Tabie 40 - F-RESTART Parameters 

Parameter F-RESTART F-RESTART F-RESTART F-RESTART 
request indication response conf irm 

t I 1 
Checkpoint Identifier Mandatory Mandatory 

( > = 
Mandatory Mandatory 

( ) = 

(=) signifies that the value is not modified by the Service provider. 
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Annex A 
Diagnostic Parameter values 

(This annex forms part of the Standard.) 

A.l Introduction 
This annex defines the components which form the 
diagnostic Parameter. lt details for each component the 
valid values and meaning of those values. 

A.3 Error type 
Table 41 defines error type values for use in the diagnostic 
Parameter. The values in the table identify classes sf error 
of different severity. 

A.2 Form of the diagnostic Parameter A.4 Error identifiers 
The value of the diagnostic Parameter is structured into the The diagnostics are classified into related groups and 
following items: numbered accordingly. 

a) an error type (see A.3), indicating “permanent error” 
or “transient error” or “informative”. A permanent error 
occurs every time the sequence of events is repeated, 
and implies the failure of at least the present Operation 
being performed. A transient error may not re-occur if the 
sequence is repeated but does imply the failure of the 
Operation being performed. An informative error does not 
require recovery and does not affect the current state of 
the f ile Service; 

b) an error identifier (See A.4); the error identifiers 
categorize errors in terms of concepts defined in the 
virtual filestore definition or in terms of ISO 7498. 

c) the type of entity which detected the error, called the 
observer (See A.5). 

d) the type of entity which is believed to have caused the 
error called the presumed Source (See A.5). 
e) for transient errors, optionally, a suggested delay 
before recovery is attempted. The value is an integer x 
which indicates a delay time of 2 to power xseconds. 
f) optionally, a text message in natura1 language giving 
further details of the Cause of the error; it may include 
unstandardized concepts relating to the local System 
environment of the filestore provider. The values are of 
the type GraphicString. 

AS Observer and Source 
The observer of the error and the presumed Source are 
indicated from the categories defined in table 42. 

A.6 Ap 
!t 

licability of the diagnostic 
parame er 
The diagnostic Parameter occurs on the following Services: 

F-INITIALIZE 
F-U-ABORT 
F-P-ABORT 
F-SELECT 
F-DESELECT 
F-CREATE 
F-DELETE 
F-READ-AT-T-RIB 
F-CHANGE-AT-I-RIB 
F-OPEN 
F-CLOSE 
F-RECOVER 
F-LOCATE 
F-ERASE 
F-DATA-END 
F-TRANSFER-END 
F-CANCEL 

Table 41 - Error types 

Error type value 1 Error type 1 

Tabie 42 - Sources and observers of errors 

Observer 
and Source Description Qualif ication 

1 

t 
identif ier 

I 
0 no categorization possible 
1 initiating file Service user 
2 initiating file protocol machine 
3 Service supporting the file protocol machines 
4 the responding file protocol machine 
5 the responding file Service user (filestore) 

Source only 

Source only 



ISO 8571-3 : 1988 (E) 

Table 43 - General FTAM diagnostics 

Type Identif ier Ubserver Source Reason 

12 0 O-5 o-5 No reason 
012 1 5 5 Responder error (unspecific) 

12 2 o-5 o-5 System shutdown 
012 3 5 1 FTAAM management Problem (unspecific) 
02 4 5 1 FTAAM management, bad account 
02 5 5 1 FTAM management, security not passed 

0 6 5 5 Deiay be encountered may 
012 7 195 1 Initiator error (unspecific) 
012 8 o-5 o-5 Subsequent error 
012 9 o-5 o-5 Temporal insuff iciency of resources 

12 IO 5 1 Access request vioiates VFS security 
12 11 5 1 Access request vioiates iocai security 

Type 

2 

2 

2 

2 

2 

2 

2 

2 

2 

2 

2 

2 
12 
12 
12 

2 

2 

2 

Table 44 - Protocol and supporting Service related diagnostics 

identifier Observer Source Reason 

1000 2 4 Confiicting Parameter vaiues 
4 2 w 

1001 2 4 Unsupported parameter vaiues 
4 2 w 

1002 2 4 Mandatory Parameter not set 
4 2 w 

1003 2 4 Unsupported Parameter 
4 2 w 

1004 2 4 Dupiicated Parameter 
4 2 w 

1005 2 4 Illegal Parameter type 
4 2 w 

1006 2 4 Unsupported Parameter types 
4 2 w 

1007 2 4 FTAM protocoi error (unspecific) 
4 2 A 

1008 2 4 FTAM protocoi error, procedure error 
4 2 w 

1009 2 4 f7AM protocol error, functionai unit error 
4 2 w 

1010 2 4 KAM protocoi error, corruption error 
4 2 w 

1011 2-4 3 Lower iayer faiiure 
1012 3 2 Lower iayer addressing error 
1013 o-5 o-5 Timeout 
1014 o-5 o-5 System shutdown 
1015 2 4 Illegal grouping sequence 

4 2 R 

1016 2 4 Grouping threshoid Violation 
4 2 (1 

1017 4 2 Specific PDU request inconsistent 
with the current requested access 
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Table 45 - Association related diagnostics 

Type 

2 

2 
02 

012 
2 

02 
02 

012 
2 

12 
02 
02 
02 

012 
2 
0 
0 
0 
0 
2 
2 

Identifier Observer Source Reason 

2000 395 1 Association with User not aiiowed 
2001 (not assigned) 
2002 43 1 Unsupported service ciass 
2003 45 1 Unsupported functionai unit 
2004 5 1 Attribute group error (unspecific) 
2005 5 1 Attribute group not supported 
2006 5 1 Attribute group not aiiowed 
2007 5 1 Bad account 
2008 4 1 Association management (unspecific) 
2009 4 1 Association management - bad address 
2010 4 1 Association management - bad account 
2011 4 2 Checkpoint window error - too iarge 
2012 4 2 Checkpoint window error - too smaii 
2013 4 2 Checkpoint window error - unsupported 
2014 3 2 Communications QoS not supported 
2015 495 1 Initiator identity unacceptabie 
2016 4 1 Context management refused 
2017 4 1 Rollback not avaiiabie 
2018 5 1 Contents type iist tut by responder 
2019 395 1 Contents type iist by Presentation Service 
2020 5 1 Invalid fiiestore password 
2021 45 1 Incompatibie service ciasses 

Table 46 - Selection related diagnostics 

Type Identif ier 

12 3000 
12 3001 

2 3002 
2 3003 

12 3004 
12 3005 
12 3006 
12 3007 

02 3008 
02 3009 
02 3010 
01 3011 
12 3012 
12 3013 

012 3014 
012 3015 
012 3016 

0 3017 
0 3018 

12 3019 
0 3020 
0 3021 

0 3022 

12 3023 
12 3024 

2 3025 
2 3026 
2 3027 
2 3028 
2 3029 

01 3030 

Observer Source Reason 

5 5 Fiiename not found 
5 5 Seiection attributes not matched 
5 5 Initial attributes not possibie 
4 2 Bad attribute name 
5 5 Non-existent f iie 
5 5 File aiready exists 
5 5 File cannot be created 
5 5 File tan not be deieted 
5 5 Concurrency controi not avaiiabie 
5 5 Concurrency controi not supported 
5 5 Concurrency controi not possibie 
5 5 More restrictive iock 
5 5 File busy 
5 5 File not avaiiabie 
5 5 Access controi not avaiiabie 
5 5 Access controi not supported 
5 5 Access controi inconsistent 

495 495 Fiiename truncated 
5 5 initial attributes aitered 
5 1 Bad account 
5 5 Override seiected existing f iie 
5 5 Uverride deieted and recreated 

fiie with oid attributes 
5 5 Create override deieted and recreate 

fiie with new attributes 
5 5 Create override - not possibie 
5 5 Am biguous f iie specif ication 
5 1 Invalid create password 
5 1 Invalid deiete password on override 
5 1 Bad attribute vaiue 
5 1 Requested access vioiates permitted actions 
5 1 Functionai unit not avaiiabie for 

requested access 
5 5 File created but not seiected 
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Table 47 - Fiie management reiated diagnostics 

f 
Type Identif ier Observer 

012 4000 5 
12 4001 5 
12 4002 5 
12 4003 45 

2 4004 4 
2 4005 5 

0 4006 5 
0 4007 5 

Source Reason 

5 Attribute non - existent 
5 Attribute cannot be read 
5 Attribute cannot be changed 

45 Attribute not supported 
2 Bad attribute name 
1 Bad attribute vaiue 
5 Attribute partiaiiy supported 
5 Additionai set attribute vaiue not distinct 

Tabie 48 - Access reiated diagnostics 

Type 

12 
2 
2 
2 
2 

01 
012 

12 
12 
12 
12 
12 
12 

012 
2 

12 
12 

02 
012 
02 
02 

012 
02 
02 
02 
02 
12 
12 

012 
012 
012 
012 

2 
0 

02 
02 

0 
0 

12 

12 
12 

ldentif ier Observer Source Reason 

5000 5 1 Bad FADU (unspecific) 
5001 5 1 Bad FADU - size error 
5002 5 1 Bad FADU - type error 
5003 5 1 Bad FADU - pooriy specified 
5004 5 1 Bad FADU - bad iocation 
5005 5 5 FADU does not exist 
5006 5 5 FADU not avaiiabie (unspecific) 
5007 5 5 FADU not avaiiabie for reading 
5008 5 5 FADU not avaiiabie for writing 
5009 5 5 FADU not avaiiabie for iocation 
5010 5 5 FADU not avaiiabie for erasure 
5011 5 5 FADU cannot be inserted 
5012 5 5 FADU cannot be repiaced 
5013 5 5 FADU cannot be iocated 
5014 5 1 Bad data eiement type 

3 2,4 W 

5015 5 5 Operation not avaiiabie 
5016 5 5 Operation not supported 
5017 5 1 Operation inconsistent 
5018 5 5 Concurrency controi not avaiiabie 
5019 5 5 Concurrency controi not supported 
5020 5 1 Concurrency controi inconsistent 
5021 5 5 Processing mode not avaiiabie 
5022 5 5 Processing mode not supported 
5023 5 1 Processing mode inconsistent 
5024 5 5 Access context not avaiiabie 
5025 5 5 Access context not supported 
5026 5 5 Bad write (unspecif ic) 
5027 5 5 Bad read (unspecif ic) 
5028 5 5 Locai faiiure (unspecif ic) 
5029 5 5 Locai faiiure - fiiespace exhausted 
5030 5 5 Locai faiiure - data corrupted 
5031 5 5 Locai faiiure - device faiiure 
5032 5 5 Future fiie size exceeded 
5034 5 5 Future fiie size increased 
5035 5 1 Functionai unit invalid in processing mode 
5036 5 1 Contents type inconsistent 
5037 1 5 Contents type simpiified 
5038 5 5 Dupiicate FADU name 
5039 2 4 Darnage to seiect/open regime 

4 2 W 

5040 5 5 FADU iocking not avaiiabie on fiie 
5041 5 5 FADU iocked by another User 
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Table 49 - Recovery telated diagnostics 

Type 

2 

2 
2 

2 
2 
2 
2 

12 
012 

2 
02 
02 

0 
02 
02 
02 
02 

0 

Identifier Observer 

6000 

6001 
6002 

6003 
6004 
6005 
6006 
6007 
6008 
6009 
6010 
6011 
6012 
6013 
6014 
6015 
6016 
6017 

4 
2 
4 
4 
2 
4 
4 
4 
4 
4 
4 
4 

4,5 
4,5 
415 
5 
5 
5 
5 
5 

Source 

2 
4 
2 
2 
4 
2 
2 
4 
4 
4 
2 
2 

23 
23 
23 

1 
1 
1 
1 
1 

Reason 

Bad Checkpoint (unspecific) 
R 

Activity not unique 
Checkpoint outside window 

w 

Activity no ionger exists 
Activity not recognized 
No decket 
Corrupt decket 
Fiie waiting restart 
Bad recovery Point 
Non-existent recovery point 
Recovery mode not available 
Recovery mode inconsistent 
Recovery mode reduced 
Access control not available 
Access control not supported 
Access control inconsistent 
Contents type inconsistent 
Contents type simplified 
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Annex B 
Relation of attributes to primitives 

(This annex forms part of the Standard.) 

Tables 50 and 51 indicate which sf the attributes defined in 
the virtual filestore are affected by the various primitives 
defined in the file Service. 

value of a vector attribute must be replaced compietely; 
for set attributes individual elements may be changed; for 
creation, the initial value is assigned; 

Primitives which do not occur in the tables 50 and 51 do not 
affect the virtual filestore attributes directly. However, the 
deselect primitive restores a previous value of the current 
account attri bute. 

Esch entry in the table indicates the resultant effect of a 
particular primitive or group of primitives on one attribute. 
The table entries are: 

a) blank; the attribute is not affected; 

b) return; the attribute value is returned on the response 
and tonfirm primitives; 

c) Change; the attribute value is changed on the basis of 
a value transferred by the request and indication 
primitives; the value of a scalar attribute is replaced; the 

d) implicit; the attribute value is changed as a resuit of 
the use of the primitives, but no value is transferred; the 
new value results from the actions performed by the 
primitives; 

e) set; the attribute value is set on the basis of a vaiue 
transferred on a Parameter of the request and indication 
primitives of F-CREATE, or to a local default if there is no 
value transferred; 

f) compare; a value is transferred with the request and 
indication primitives, and the actions specified for the 
primitives are performed only if the given value matches 
the attribute value. The aigorithm for matthing values is 
part of the attribute definition. 

Table 50 - File attri butes 

Attribute Name F-SELECT F-CREATE F-READ F-CHANGE . F-CLOSE 
-A-l-l-RIB -A-Tl-RIB & F-ABORT 

filename compare & 
return 

set & 
return 

return Change & 
return 

I permitted actions com pare set l return l 1 I 
contents type set return 

storage account compare set return Change & 
return 

date and time of creation implicit return 

date and time of last modification implicit 1 return implicit 

I date and time of last read access I I implicit 1 return I l implicit I 
date and time of last attribute 
modification 

implicit return implicit 

identity of creator set return 

identity of last modifier implicit 1 return implicit / 

/ identity of last reader I I implicit 1 return I I impiicit 1 

identity of last attribute modifier implicit / return implicit 

file availability set return Change & 
return 

filesize implicit return implicit 

future filesize set return Change & 
return 

access controi 
1 ‘Ompare i change 1 (sI%ie) j oifti 1 

legal quaiifications set return Change & 
return 

private use set return Change & 
return 

NOTE - Any password values shouid not be returned 
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Table 51 - Activity attributes 

, 
Attribute Name F-INITIALIZE F-SELECT F-CREATE F-OPEN F-READ F-LUCATE F-RECOVER 

2% F-WRITE & F-ERASE 

current access 
request 

current initiator 
identity 

current location 

current processing 
mode 

Change Change com pare Change 

Change 

/ Change Change Change Change 

Change Change 

current calling 
application entity title 

current responding 
application entity title 

current account 

current concurrency 
control 

Change 

Change 

Change Change 

Change 

Change 

Change Change 

current locking style 

current access 
passwords 

active contents type 

active legal 
qualifications 

Change Change 

Change 

Change 

Change 

Change 

Change 

Change 

Change 
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Annex C 
File transfer with commitment control 

(This annex forms part of the Standard.) 

Cl Status 
This annex defines mappings to the shared ASE 
information Parameter of the commitment Service for the file 
transfer Service class. No general mapping is defined for 
the other file Service classes. 

This annex does not represent all possible or reasonable 
symbioses between FTAM and CCR application Service 
elements. it is intended that, as the application layer 
structure definition matures, this annex will be expressed 
only in architectural terms of the relationships between 
FTAM and the properties of other application Service 
elements which make up the general application entity. 
ISO 8571 may be used in such a way that commitment and 
rollback mechanisms are not available, but if the Services of 
ISO 9804 (CCR) are required to provide commitment 
mechanisms for FTAM activities, then each CCR primitive is 
issued only with FTAM primitives which carry a “shared 
ASE information” Parameter. (This Parameter is able to 
convey the full semantics and Parameters of the permitted 
CCR primitives). Tables 52 and 53 iist the FTAM primitives 
with a concurrency control Parameter, and list the CCR 
primitives which tan be issued with those FTAM primitives. 

If a sequence of file Service activities is to be considered as 
atomic, or if a file Service activity is to be combined with 
other activities to form an atomic action, the Service 
elements invoived tan act as a symbiotic ASEs to represent 
the Start of the action, or for the commitment, or both. An 
atomic action begun in one file Service activity may 
terminate on a different one. 
NOTES 

1 The CCR global recovery mechanism are distinguished from 
the recovery mechanisms in the error recovery protocol which 
supports the external file Service. File protocol recovery involves 
only the two file error recovery protocol machines, and is not visible 
to the users of the external file Service. CCR recovery is visible to 
all the participants in the atomic action. 

2 When CCR is not applied during the select Phase there are no 
recovery mechanisms for failures which occur outside the open 
regime. Such failures Cause release of concurrency controls. In 
the external file Service the initiator initiates recovery from an open 
regime failure, either by the file error recovery protocol procedures, 
or by the CCR procedures if selected; concurrency controls remain 
in place until recovery occurs. 

C.2 Commitment structure 
The procedure for establishing distributed commitment to 
Change consists of tvvo phases, each delimited by an 
exchange of primitives. These are: 

Phase I C-BEGIN (requesVindication) 
or 

C-RESTART (request/indication) (response/confirm) 
C-READY (requesvindication) - positi ge response 
C-REFUSE (requesuindication) - negative response 

Phase 11 C-PREPARE (request/indication) 
C-COMMIT (request/indication) - success 
C-CUMM IT (response/confirm). 

or 
C-ROLLBACK (request/indication) - failure 
C-ROLLBACK (response/confirm) 

The commitment primitives carry Parameters, which are 
defined in the commitment concurrency and recovery 
Service (ISO 9804). To carry these Parameters, the file 
Service provides a Single transparent file Service Parameter 
(the shared ASE information Parameter) to allow the 
transfer of commitment control information in the abstract 
Syntax defined in ISO 9804 and ISO 9805. When use of 
CCR is proposed in the F-INITIALIZE, this abstract Syntax 
name is added to the presentation context requirements, 
and the use of CCR is accepted only if the presentation 
context is established. 

C.3 Association with the external file 
Service . 
The Service primitives in the external file Service which are 
able to be associated with the primitives in the commitment 
Service are indicated in table 52. The Parameters of the 
CCR Service are carried in the file Service shared ASE 
information Parameters. When CCR primitives other than 
C-PREPARE, C-READY or C-REFUSE request are able to 
be issued, they are issued with the next possible Fl-AM 
primitive. A C-READY or C-REFUSE is issued with the 
next possible FTAM primitive following a C-PREPARE if 
they have not already been issued. 
The semantics of the C-BEGIN request/indication (and the 
corresponding procedures) are applied before those of the 
associated Fl-AM Service primitive. The semantics of all 
other CCR primitives except C-RESTART are appiied after 
the corresponding FTAM primitive. 

A C-RESTART request/indication is applied before the 
corresponding primitive. if this is RQLLBACK, the 
ROLLBACK takes effect before the Fl-AM response is 
generated. If this is COMMIT or ACTION, the FTAM state 
is not affected. 

An FTAM virtual filestore is always a CCR subordinate. 
Where FTAM is used by some other Appiication Service 
Element (ASE), the application entity containing an FTAM 
responder may also contain both a CCR subordinate and a 
CCR superior. An Ff-AM responder never offers 
commitment if any FTAM action result in the atomic action 
has been unsuccessful. 

The shared ASE information Parameter may be null, or may 
carry the CCR semantics and Parameters of an associated 
CCR primitive. The sequence of CCR primitives is policed 
by CCR not FTAM. if the use of CCR has not been 
negotiated the shared ASE information Parameter does not 
contain CCR information. 
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Table 52 - File Service primitives associated with CCR primitives 

CCR Primitive i Associated FT-AM Primitives 
C-BEGIN-F-OPENorLEI or 

F-CREATE request/indication 
C-READY request/indication F-CLOSE or F-TRANSFER-END responsekonfirm 

with an action result of success. 
C-REFUSE request/indication F-OPEN, F-SELECT, F-CREATE, F-CLOSE, 

F-CANCEL or F-TRANSFER-END responsekonfirm 
with an action result other than success. 

C-PREPARE request/indication F-CLUSE, F-TRANSFER-END request/indication 
C-CUMMIT request/indication F-DESELECT, F-GLOSE requesVindication 
G-CUMMIT responsekonfirm F-DESELECT, F-GLOSE responsekonfirm 
C-ROLLBACK request/indication F-DESELECT, F-CLUSE request/indication 
C-ROLLBACK responselconfirm F-DESELECT, F-GLOSE responsekonfirm 

with an action result other than success 
C-RESTART request/indication F-U-ABORT with F-OPEN, F-CREATE, F-SELECT 

request/indication (see note 1). 
C-RESTART responselconfirm F-OPEN, F-CREATE, F-SELECT responsekonfirm 

NOTES 

1 Restart; the external file Service is supported by mechanisms which contain all errors after which communication tan be expected to con- 
tinue. The definition of mapping for C-RESTART is to allow for failure elsewhere in the commitment tree, and the restart of the action is seen 
by the external Service provider as a new activity. Further qualifying information is signalled in the shared ASE information Parameter convey- 
ing the C-RESTART of the F-OPEN for this new activity. 

2 The value taken by the Shared ASE Information Parameter to convey CCR information is defined in ISO 9804 (CCR); it tan contain addi- 
tional diagnostic information. 

3 Use of the shared ASE information Parameter on the F-CREATE or F-SELECT primitives, rather than the Parameter on the F-OPEN primi- 
tive, allows the creation of a file and the writing of its contents to be controlled as a Single atomic action. 

4 On F-DESELECT the request and response primitives carry commitment control independently. 

Table 53 - FTAM Primitives with Shared ASE Information Parameters 

FT-AM Primitives Permitted CCR Primitives 

F-SELECT request/indication 

F-SELECT response/confirm 

F-CREATE requestindication 

F-CREATE responselconfirm 

F-OPEN request/indication 

F-OPEN responsekonfirm 

F-TRANSFER-END request/indication 
F-TRANSFER-END responsekonfirm 

F-CANCEL responsekonfirm 
(or request/indication issued by the responder) 

F-GLOSE request/indication 

F-CLOSE responsekonfirm 

F-DESELECT request/indication 

F-DESELECT responsekonfirm 

C-BEGIN request/indication 
C-RESTART request/indication 
C-REFUSE request/indication 
C-RESTART responsekonfirm 
C-BEGIN request/indication 
C-RESTART request/indication 
C-REFUSE requesVindication 
C-RESTART responsekonfirm 
C-BEGIN request/indication 
C-RESTART request/indication 
C-RESTART responsekonfirm 
C-REFUSE request/indication 
C-PREPARE request/indication 
C-READY request/indication 
C-REFUSE request/indication 
C-REFUSE request/indication 

C-PREPARE request/indication 
C-COMMIT request/indication 
C-ROLLBACK request/indication 
C-READY request/indication 
C-REFUSE request/indication 
C-COMMIT responsekonfirm 
C-ROLLBACK responsekonfirm 
C-COMMIT request/indication 
C-ROLLBACK request/indication 
C-COMMIT responsekonfirm 
C-ROLLBACK responsekonfirm 
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C.4 Making composite WAM actions atomic 
Tabie 54 iists the fiie operations defined in ISO 8831 (Job Transfer and Manipulation), and defines how they are achieved as 
atomic actions. 

Table 54 - Composite FTAM actions 

Operation Achieved by 

Write Normal 

Write Old 
Write New 
Add 
Append 
Read Copy 
Read Move 

F-CREATE with override set to delete and re-create oid fiie if it exists, 
foiiowed by a Single Fl-AM activity. 
F-SELECT, foiiowed by Single KAM activity for a repiace action. 
F-CREATE without override and a Single FTAM activity. 
F-CREATE with override set to seiect,-foliowed by a Single RAM activity. 
F-SELECT, foliowed by a Single KAM activity. 
F-SELECT, foifowed by a Single RAM activity. 
F-SELECT, foiiowed by a Single FTAM activity carrying C-BEGIN, terminating in F-DELETE. 

1 The CCR atomic action is compieted after the KAM activity by separate CCR Service primitives. ] 

lf a C-PREPARE is received within a seiect regime, then a C-READY with the requested access activity attribute ailowing fiie 
deletion implies a commitment to deiete the fiie if F-DELETE is subsequently issued with a C-COMMIT. 
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Annex D 
Reference to KAM control information 

(This annex forms part of the Standard.) 

This annex defines terms which are used in other Standards 
to reference the definitions of the Parameter information 
necessary to specify a fiie transfer activity. When a 
distributed appiication requires the transfer of a request that 
a fiie transfer be performed, the Standards concerned 
inciude the description of the transfer by using these terms 
to reference the fiie Service Standard. 

Two types of terms are defined, giving respectiveiy the 
information necessary to Start a transfer, and the 
information avaiiabie on the outcome of the transfer 
attempt. In each case, the information is the information 
content of a sequence of fiie Service primitives. 

The information content of a primitive is the identity of the 
primitive together with the Parameters carried by that 
primitive. lt differs from the primitive itself in being quoted 
outside the fiie context, and in being without inherent 
sequence constraints. 

The read transfer specification is the information content of 
the F-SELECT Fequest primitive, plus the information 

content of the F-OPEN request primitive, plus the 
information content of the F-READ request primitive. 

The write transfer specification is the information content of 
the F-CREATE request primitive, plus the information 
content of the F-OPEN request primitive, plus the 
information content of the F-WRITE request primitive. 
The read transfer outcome is the information content of the 
F-SELECT tonfirm primitive, plus the information content of 
the F-OPEN tonfirm primitive, plus the information content 
of the F-TRANSFER-END tonfirm primitive or F-CANCEL 
response or tonfirm primitive. 

The write transfer outcome is the information content of the 
F-CREATE tonfirm primitive, plus the information content of 
the F-OPEN tonfirm primitive, plus the information content 
of the F-TRANSFER-END tonfirm primitive or F-CANCEL 
response or tonfirm primitive. 
NOTE - The failure of some primitives may prevent the issue of 
further primitives by implernentations conforming to ISO 8571-4. in 
this case the outcome contains only the information from the 
primitive actually issued. 
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Annex E 
State transition diagrams 
(This annex forms part of the Standard.) 

The state transition descriptions in this annex define the 
sequences of Service primitives in the externai fiie Service. 
The descriptions of the initiator and the responder are 
provided separateiy by state transition diagrams appiicabie 
at the initiating and responding fiie Service access Points. 

For the purposes of these state transition diagrams, 
compiete grouped sequences of primitives, bracketed by 
BEGIN-GROUP and END-GROUP primitives, constitute a 
Single transition; the primitives in a grouped sequence are 
syntactic Segments of a Single communicated message. 

Esch of the fiie regime controi state transition diagrams is 
divided into two Parts. The transitions produced by Single 
primitives are shown in the first diagram, and the transitions 
produced by grouped sequences are shown in the second 
diagram. 

The grouped sequences are defined beiow, using the 
foiiowing notation: 

a) Square brackets, “[” and “J”, indicate optional 
primitives within a sequence; 

b) Verticai bar, “/‘, indicates alternatives; 

c) Round brackets, “(” and “)“, have normal aigebraic 
significance. 

The vaiid grouped sequences, and the definition of the 
notation used in figures 14 and 16, are: 

d) Group “A”: F-BEGIN-GROUP 
(F-SELECTJF-CREATE) 
[F-READ-ATTRIB] 
[F-CHANGE-ATTRIB) 
F-OPEN F-END-GROUP 

e) Group “B”: F-BEGIN-GRUUPF-CLUSE 
[F-READ-A-TTRIB] 
[F-CHANGE-AT-l-RIB] 
(F-DESELECTF-DELETE) 
F-END-GROUP 

f) Group “C”: F-BEGIN-GROUP 
(F-SELECTJF-CREATE) 
[F-READ-ATTRIB] 
[F-CHANGE-ATTRIB] 
(F-DESELEC’rlF-DELETE) 
F-END-GROUP 

g) Group “D”: F-BEGIN-GROUP 
(F-SELECTjF-CREATE) 
[F-READ-ATTRIB] 
[F-CHANGE-ATTRIB] 
F-END-GROUP 

h) Group “E”: F-BEGIN-GROUP 
[F-READ-ATTRIB] 
[F-CHANGE-A-TTRIB] 
(F-DESELECIJF-DELETE) 
F-END-GROUP 

NOTE - In the file transfer Service ciass, only groups “A” and ‘IB” 
are valid. In the fiie management class only group “C” is vafid. In 
the file transfer and management class only the groupings “A”, “B” 
and “C” are vaiid. In these cases the threshold Parameter is set so 
that the sequences either succeed or fail as a whole. 
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Figure 11 - State Transition Diagram for Association Establishment (Initiator) 

Key - Transitions 

1 F-INITIALIZE request 
2 F-INITIALIZE tonfirm (positive) 
3 F-INITIALIZE tonfirm (negative) 
4 F-TERMINATE request 
5 F-TERMINATE tonfirm 
6 F-U-ABORT request or indication 
7 F-P-ABORT indication 
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\ idie- / 

lnitialized u 
Figure 12 - State Transition Diagram for Association Establishment (Responder) 

Key - Transitions 

1 F-INITIALIZE indication 
2 F-INITIALIZE response (positive) 
3 F-INITIALIZE response (negative) 
4 F-TERMINATE indication 
5 F-TERMINATE response 
6 F-U-ABORT request or indication 
7 F-P-ABORT indication 
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Figure 13 - State Transition Diagram of the File Regime Establishment Service (Initiator) 

F-SELECT request 9 F-DELETE request 
F-SELECT tonfirm (positive) IO F-DELETE tonfirm 
F-SELECT tonfirm (negative) 11 F-READ-ATTRIB request 
F-DESELECT request 12 F-READ-ATTRIB tonfirm 
F-DESELECT tonfirm 13 F-CHANGE-AlTRIB request 
F-CREATE request 14 F-CHANGE-AlTRIB tonfirm 
F-CREATE tonfirm (positive) 15 F-OPEN request 
F-CREATE tonfirm (negative) 16 F-OPEN tonfirm (positive) 

17 F-OPEN tonfirm (negative) 
18 F-CLUSE request 
19 F-GLOSE tonfirm 
20 F-LUCATE request 
21 F-LUCATE tonfirm 
22 F-ERASE request 
23 F-ERASE tonfirm 
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Cl 

The same state occurs in the previous diagram 

Figure 14 - State Transition Diagram for Grouped Sequences (Initiator) 

Key - Transitions 

1 “A” request 
2 “A” conf irm (positive) 
3 “A” tonfirm (open negative) 
4 “A” tonfirm (seiect negative) 
5 “B” request 
6 “B” conf irm 
7 ‘C” request 
8 “C” conf irm 
9 “D” request 
IO “D” tonfirm (positive) 
11 “D” tonfirm (seiect negative) 
12 “E” request 
13 “E” conf irm 
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Figure 15 - State Transition Diagram of the File Regime Establishment Service (Responder) 

F-SELECT indication 
F-SELECT response (positive) 
F-SELECT response (negative) 
F-DESELECT indication 
F-DESELECT response 
F-CREATE indication 
F-CREATE response (positive) 
F-CREATE response (negative 

9 
IO 

1 11 
12 
13 
14 
15 

1 16 

F-DELETE indication 
F-DELETE response 
F-READ-ATTRIB indication 
F-READ-ATTRIB response 
F-CHANGE-ATTRIB indication 
F-CHANGE-AITRIB response 
F-OPEN indication 
F-OPEN response (positive) 

17 F-OPEN response (negative) 
18 F-CLUSE indication 
19 F-GLOSE response 
20 F-LUCATE indication 
21 F-LUCATE response 
22 F-ERASE indication 
23 F-ERASE response 
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The same state occurs in the previous diagram 

Figure 16 - State Transition Diagram for Grouped Sequences (Responder) 

Key - Transitions 

1 “A” indication 
2 “A” response (positive) 
3 nAn response (open negative) 
4 “A” response (seiect negative) 
5 “B“ indication 
6 “B” response 
7 “C” indication 
8 “C” response 
9 “D” indication 
10 “D” response (positive) 
11 “D” response (seiect negative) 
12 “E” indication 
13 “E” response 
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Figure 17 - State Transltion Diagram for the Bulk Data Transfer Service (Initiator) 

Key - Transitions 

2 
3 
4 
5 
6 
7 
8 
9 
IO 
11 
12 

F-READ request 
F-WRITE request 
F-DATA request 
F-DATA indication 
F-DATA-END request 
F-DATA-END indication 
F-TRANSFER-END request 
F-TRANSFER-END tonfirm 
F-CANCEL request 
F-CANCEL indication 
F-CANCEL response 
F-CANCEL tonfirm 
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Figure 18 - State Transition Diagram for the Bulk Data Transfer Service (Responder) 

Key - Transitions 

1 F-READ indication 
2 F-WRITE indication 
3 F-DATA request 
4 F-DATA indication 
5 F-DATA-EN0 request 
6 F-DATA-EN0 indication 
7 F-TRANSFER-EN0 indication 
8 F-TRANSFER-EN0 response 
9 F-CANCEL request 
IO F-CANCEL indication 
11 F-CANCEL response 
12 F-CANCEL tonfirm 
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